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1. Management’s statement 

The accompanying description has been prepared for customers who have used Netic A/S’ (Netic) hosting and 
operating services and their auditors who have a sufficient understanding to consider the description, along 
with other information, including information about controls operated by the customers themselves, when as-
sessing the risks of material misstatements in the customers, financial statements. 

Netic uses the following as subservice suppliers for hosting services: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland. 

This report uses the carve-out method and does not comprise controls that the subservice suppliers perform for 
Netic. 

Netic confirms that: 

a) The accompanying description in section 2 fairly presents Netic’s hosting and operating services that have 
processed customers’ transactions throughout the period from 1 January 2021 to 31 December 2021. The 
criteria used in making this statement were that the accompanying description:  

(i) Presents how IT general controls in relation to Netic’s hosting and operating services were designed 
and implemented, including: 

• The types of services provided 

• The procedures, within both information technology and manual systems, by which the IT general 
controls were managed 

• Relevant control objectives and controls designed to achieve those objectives 

• Controls that we assumed, in the design of Netic’s hosting and operating services, would be imple-
mented by user entities and which, if necessary to achieve the control objectives stated in the ac-
companying description, are identified in the description 

• How the system dealt with significant events and conditions other than transactions 

• Other aspects of our control environment, risk assessment process, information system (including 
the related business processes) and communication, control activities and monitoring controls that 
were relevant to the IT general controls 

(ii) Includes relevant details of changes to IT general controls in relation to Netic’s hosting and operating 
services during the period from 1 January 2021 to 31 December 2021 

(iii) Does not omit or distort information relevant to the scope of the IT general controls in relation to 
Netic’s hosting and operating services being described, while acknowledging that the description is pre-
pared to meet the common needs of a broad range of customers and their auditors and may not, there-
fore, include every aspect of the IT general controls in relation to Netic’s hosting and operating services 
that each individual customer may consider important in its own particular environment. 

b) The controls related to the control objectives stated in the accompanying description were suitably designed 
and operated effectively throughout the period from 1 January 2021 to 31 December 2021. The criteria used 
in making this statement were that: 
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(i) The risks that threatened achievement of the control objectives stated in the description were identi-
fied; 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those risks 
did not prevent the stated control objectives from being achieved; and 

(iii) The controls were consistently applied as designed, including that manual controls were applied by per-
sons who have the appropriate competence and authority, throughout the period from 1 January 2021 
to 31 December 2021. 

 

Aalborg, 25 March 2022 
Netic A/S 
 

 

 

Steen Jensen 

CEO 
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2. Netic’s description of IT general controls in 
relation to hosting and operating services 
in Denmark 

2.1. Introduction − briefly about Netic A/S 
Netic’s primary business areas are hosting, operation/outsourcing, security, consultancy services and technical 
software development. Netic’s customers range from small companies to large organisations; Netic serves as a 
direct contact for customers, as a partner or as a sub-supplier.  

Netic employs approximately 138 people, and Trifork A/S is the majority shareholder of Netic A/S.  

2.2. Description of services covered by the report 

Netic A/S, among other things, provides consultancy services to customers within a wide range of industries. 
The services may be provided on a stand-alone or ad-hoc basis, under a pre-paid support or framework agree-
ment, or may take the form of full operation and hosting where Netic bears full responsibility. 

As Netic has core competencies in a wide range of subject areas, offers many different products and has a high 
degree of agility. The company is able to resolve large-scale issues at very short notice. 

Netic also provides hosting of servers at many different levels, ranging from a single server hosted in our data 
centre, to which we merely provide power, cooling and internet access, to larger farms of virtual/physical serv-
ers, operating high-end solutions in full two-centre operation with redundant databases as backends.  

Netic also provides customised solutions, designed to meet the needs of each individual customer, on the basis 
of core competencies and agility. Netic also has a small portfolio of proprietary solutions. 

As standard products/services, Netic offers e.g. virtual servers, Kubernetes solutions, infrastructure, hosting of 
mail, web, applications and databases on self-operated platforms. 

Netic has three physically separated data centres. The data centres are located at different addresses and are 
secured by use of electronic access control on two mutually independent systems; one of these systems is 100% 
controlled by Netic A/S.  

In all data centres, video surveillance, alarms, fire protection and emergency power equipment (in the form of 
UPS and generators) have been established. All supply is redundant. 

All infrastructure components as well as all general services and customer-specific solutions are subject to auto-
matic monitoring 24-7. To ensure quick response times outside of normal working hours, contingency 
measures and a service desk have been established. 

Netic uses sub-suppliers if our customers request it. Only recognised and well-reputed providers are used. The 
following hosting sub-suppliers are used: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland. 
 

The description comprises the above items for the period 1 January 2021 to 31 December 2021 and is intended 
only for companies using Netic’s hosting, security and operating services as well as their auditors and may not 
be used for any other purpose. 
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2.3. Significant changes 
During the period from 1 January 2021 to 31 December 2021, no significant changes have been made to Netic’s 
operations that may affect the security and operational stability of our customers. 

2.4. Control environment 

The description of Netic's control environment is divided into the following topics: 

Information security policies 
Netic endeavours to ensure that relevant controls are based on the ISO 27001 standard, and they are described 
in Netic's IT security policy. 

Organisation of information security 
The management team responsible for the day-to-day operation of Netic consists of Steen Jensen, CEO, John 
Zimmer, COO, Claus Hansen, CCO, Henrik Skovfoged, TS Business Unit Lead, and Karsten Thygesen, CTO. 

Netic has established functional responsibility for the described services as well as segregation of duties in rela-
tion to critical systems. 

Excerpt from Netic’s security policy: 

“The operational responsibility for the day-to-day management of information security rests with Netic’s 
CISO (Chief Information Security Officer), see Appendix 1. The CISO ensures that activities, standards, guide-
lines, controls and measures described in the security manual are implemented and observed. Furthermore, it 
is important that information security is integrated into all business procedures, operational tasks and pro-
jects.” 

Employee security 
Any change to Netic's IT security policy or IT security manual will be distributed to all employees. New employ-
ees are required to read policies and manuals prior to reviewing these together with Netic’s CISO in order to get 
answers to their questions and to establish their security awareness at an appropriate level. Netic requires all 
employees at Netic to have a clean criminal record. 

Access management 
Netic’s general policy on access to systems is that access is only allowed if it serves a legitimate purpose. This 
applies to physical as well as logical access. Where technically feasible, all access to systems must be logged with 
accurate information on time and identification of the user who accessed the system in question. Those of 
Netic’s employees being part of the 24/7 duty system have access to all operations-critical systems as this is re-
quired to maintain a 24/7 contingency preparedness. All other access is granted only when there is an essential 
and imperative need. Customers only have access to their own systems. For systems that contain sensitive per-
sonal data, they often only have access to a limited part of the system so that data security is maintained, and 
access is limited as much as possible. Some systems require segregation of duties, and other conditions for ac-
cess may consequently exist. These conditions are documented for the individual systems. 

Managing assets and systems 
New assets are registered in Netic’s fixed assets register and/or CMDB depending on the nature of the asset. All 
assets are kept in good security condition through support agreements, upgrade of software and firmware to 
secure versions, ongoing patch management according to the customer contract and Netic's patch management 
policy, etc. 

Netic has a policy on the destruction of data dictating that when abolishing assets, storage media will be de-
stroyed on location and will not be returned with data to a manufacturer for service, upgrading or the like.  
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Cryptography 
All data connections transmitting confidential, personal or sensitive data must be strongly encrypted with up-
to-date technology.  

Data extracts containing sensitive data transmitted between Netic and Netic's customers and/or business part-
ners must be encrypted, only allowing the intended party to open them. For this purpose, Netic recommends 
the use of PGP. Data extracts include all types of sensitive data on all types of media – for example CDs, USB 
sticks, emails and digital uploads. 

Physical and environmental security 
Customer data is stored on IT systems in Netic's data centres. These data centres are protected by electronic 
access control with two-factor access, electronic burglary monitoring by a security firm, video surveillance and 
several layers of physical security. Internally in the data centres, customers, who themselves have access, are 
physically separated, and certain critical systems are moreover physically separated from the ordinary opera-
tional systems.  

Operations security 
Where technically feasible and financially reasonable, the design of all IT systems, e.g. networks, servers, IT 
systems and the like, is based on the principle of no single point of failure. 

All data centres are physically placed in buildings with a high security level and several layers of physical secu-
rity. The data centres are protected against operational loss incidents through the use of aspiration systems and 
Inergen-based fire suppression, battery/UPS backup, generator-based emergency power and redundant power 
supply for equipment. 

Redundant internet connections from several ISPs always exist – all of them in cables carried in different rout-
ings – inside as well as outside the buildings. Furthermore, the data centres are connected internally by several 
fibre cables carried by different routings and with different routings in the buildings. 

All critical data centre components are monitored 24/7 by an on-call duty system. 

Netic has prepared and maintains contingency plans describing principles for decision-making power, organi-
sation, communication and remediation of unexpected emergency situations. Furthermore, the contingency 
plans contain descriptions of a number of options in case of different well-reasoned scenarios to be able to get 
back to normal operations as quickly as possible. The contingency plans cover physical problems such as fire, 
water, theft, vandalism, power outage etc. as well as logical problems such as data loss, logical breakdowns, 
hacking and data theft. The contingency plans are maintained on an ongoing basis and are tested through con-
tingency exercises. 

Acquisition, development and maintenance of systems 
The development, operation and maintenance of systems are always based on the security requirements for the 
processing of data to ensure that data is protected during processing, transportation and storage. Systems are 
maintained through high-frequency automated patch management with the option of extra patching in emer-
gency situations. Routine vulnerability scans are conducted, and employees are continuously informed and up-
dated on security requirements and procedures applicable when working on systems with sensitive data. 

Supplier relationships 
All suppliers of Netic must comply with Netic's IT security policy and must be instructed in Netic's IT security 
manual to the extent necessary. If a supplier needs access – whether physical or logical – to systems containing 
customer data, the supplier will be closely accompanied by a Netic employee. 

Information security incident management 
As described in Netic's IT security policy: 
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"If an employee detects threats to information security or breaches of it, this must immediately result in the 
creation of an Incident in Netic’s incident reporting system and be reported to Netic’s CISO." 

Information security aspects of business continuity management 
In emergency or recovery situations, Netic's IT security policy is still applicable and cannot be set aside at any 
time.  

Minimum requirements for good hosting 
Netic aspires to always follow best practice for hosting and maintain a high level of ethics and credibility. 
 

2.5. Customers’ responsibilities 

As part of the delivery of services, the customers must implement certain controls that are important to achieve 
the control objectives specified in the description. This includes: 

• If not explicitly specified in the contract, customers are required to inform Netic whether they want an-
tivirus software to be installed. Customers who have chosen not to have antivirus on their servers are 
informed that antivirus, and the possible consequences of not having antivirus installed, is on their own 
responsibility. 

• Setting up and administering own users of the solution in the production environment (identity and 
access management). 

• Setting up and administering users from Netic who have access to the customer’s environment (identity 
and access management). 
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3. Independent service auditor’s assurance re-
port on the description, design and operat-
ing effectiveness of controls 

Independent service auditor’s ISAE 3402 assurance report on IT general controls during the pe-
riod from 1 January 2021 to 31 December 2021 in relation to Netic A/S’ hosting and operating 
services 

To: Netic, Netic’s customers and customers’ auditors 

Scope 

We have been engaged to provide assurance about Netic’s description in section 2 of its IT general controls in 
relation to Netic’s hosting and operating services which have processed customers’ transactions throughout the 
period from 1 January 2021 to 31 December 2021 and about the design and operating effectiveness of controls 
related to the control objectives stated in the description. 

Netic uses the following as subservice suppliers for hosting services: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland. 
 
This report uses the carve-out method and does not comprise controls that the subservice suppliers perform for 
Netic. 

Netic’s responsibilities 

Netic is responsible for: preparing the description and accompanying statement in section 1, including the com-
pleteness, accuracy and method of presentation of the description and statement; providing the services cov-
ered by the description; stating the control objectives and designing, implementing and effectively operating 
controls to achieve the stated control objectives. 

Service auditor’s independence and quality control 

We have complied with the independence and other ethical requirements in the International Ethics Standards 
Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), which is 
founded on fundamental principles of integrity, objectivity, professional competence and due care, confidential-
ity and professional conduct, as well as ethical requirements applicable in Denmark. 

PricewaterhouseCoopers is subject to the International Standard on Quality Control (ISQC 1) and accordingly 
uses and maintains a comprehensive system of quality control, including documented policies and procedures 
regarding compliance with ethical requirements, professional standards and applicable legal and regulatory re-
quirements.

Service auditor’s responsibilities 

Our responsibility is to express an opinion on Netic’s description and on the design and operating effectiveness 
of controls related to the control objectives stated in that description, based on our procedures. 

We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a Service Or-
ganisation”, issued by the International Auditing and Assurance Standards Board, and additional requirements 
applicable in Denmark. This standard requires that we plan and perform our procedures to obtain reasonable 
assurance about whether, in all material respects, the description is fairly presented, and the controls are suita-
bly designed and operating effectively. 
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An assurance engagement to report on the description, design and operating effectiveness of controls at a ser-
vice organisation involves performing procedures to obtain evidence about the disclosures in the service organi-
sation’s description of its hosting and operating service and the design and operating effectiveness of controls. 
The procedures selected depend on the service auditor’s judgement, including the assessment of risks that the 
description is not fairly presented, and that controls are not suitably designed or operating effectively. Our pro-
cedures included testing the operating effectiveness of those controls that we consider necessary to provide rea-
sonable assurance that the control objectives stated in the description were achieved. An assurance engagement 
of this type also includes evaluating the overall presentation of the description, the suitability of the objectives 
stated therein and the suitability of the criteria specified and described by Netic in the Management’s statement 
section.  

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opinion. 

Limitations of controls at a service organisation 

Netic’s description is prepared to meet the common needs of a broad range of customers and their auditors and 
may not, therefore, include every aspect of its hosting and operating services that the individual customer may 
consider important in its particular circumstances. Also, because of their nature, controls at a service organisa-
tion may not prevent or detect all errors or omissions in processing or reporting transactions. Furthermore, the 
projection of any evaluation of effectiveness to future periods is subject to the risk that controls at a service or-
ganisation may become inadequate or fail. 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we used 
in forming our opinion are those described in the Management’s statement section. In our opinion, in all mate-
rial respects: 

a) The description fairly presents how IT general controls in relation to Netic’s hosting and operating services 
were designed and implemented throughout the period from 1 January 2021 to 31 December 2021; 

b) The controls related to the control objectives stated in the description were suitably designed throughout 
the period from 1 January 2021 to 31 December 2021; and 

c) The controls tested, which were those necessary to provide reasonable assurance that the control objectives 
stated in the description were achieved, operated effectively throughout the period from 1 January 2021 to 
31 December 2021. 

Description of test of controls 

The specific controls tested and the nature, timing and results of these tests are listed in section 4. 

Intended users and purpose 

This report and the description of tests of controls in section 4 are intended only for customers who have used 
Netic’s hosting and operating services and their auditors who have a sufficient understanding to consider it 
along with other information, including information about controls operated by the customers themselves, in 
assessing the risks of material misstatement in their financial statements. 

 
Aarhus, 25 March 2022 
PricewaterhouseCoopers 
Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31  
 
 
 
Jesper Parsberg Madsen     Rico Lundager 
State-Authorised Public Accountant    Senior Manager 
mne26801 
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4. Control objectives, control activity, tests and test results 

4.1. Purpose and scope 
We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a Service Organisation”, and additional requirements ap-
plicable in Denmark. 

Our testing of the design, implementation and functionality of the controls has included the control objectives and related control activities selected by Man-
agement and listed in section 4.3. Any other control objectives, related controls and controls at customers are not covered by our test actions. 

Our operating effectiveness testing included the control activities deemed necessary to obtain reasonable assurance that the stated control objectives were 
achieved. 

4.2. Test actions 

The test actions performed when determining the operating effectiveness of controls are described below: 

Inspection Reading of documents and reports containing specifications regarding the execution of the control. This includes reading and consid-
eration of reports and other documentation in order to assess whether specific controls are designed so they may be expected to be-
come effective if implemented. Furthermore, it is assessed whether controls are being monitored and checked sufficiently and at ap-
propriate intervals. 

We have tested the specific system set-up on the technical platforms, databases and network components in order to verify whether 
controls are implemented and have functioned during the period from 1 January 2021 to 31 December 2021. Among other things, this 
includes assessment of patching level, permitted services, segmentation, password complexity, etc. as well as inspection of equipment 
and locations. 

Inquiries Inquiry of appropriate personnel. Inquiries have included how the controls are performed. 

Observation We have observed the execution of the control. 

Reperformance 
of the control 

Repetition of the relevant control. We have repeated the execution of the control to verify whether the control functions as assumed. 
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4.3. Control objectives, control activity, tests and test results 

 

Control objective A: Information security policy 

Management has prepared a security policy which outlines clear IT security objectives, including choice of framework and resource allocation. The infor-
mation security policy is maintained with due consideration of an up-to-date risk assessment. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

A.1 Written information security policy 

The information security policy has been docu-
mented and maintained through review at least 
once a year. The policy has been approved by 
Management. 

The information security policy has been made 
available to employees via docs.netic.dk. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

By inspection, we have checked that Management has 
approved the security policy and that the policy is sub-
ject to review at least once a year. We have further-
more checked that employees have easy access to the 
policy.  

No exceptions noted. 
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Control objective B: Organisation of information security 

The organisational responsibility for information security is documented and implemented, and security is given high priority in agreements with external 
parties. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

B.1 Management’s information security-related re-
sponsibility 

The organisational responsibility for information 
security is documented and implemented. Fur-
thermore, rules on communication with custom-
ers and reporting on information security inci-
dents have been laid down. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

By inspection, we have checked that the organisa-
tional responsibility for information security has been 
documented and implemented.  

We have observed communication with clients regard-
ing information security incidents. 

No exceptions noted. 

 

B.2 Records of assets 

Records of physical and logical assets have been 
prepared. Logical assets are maintained dynami-
cally in Netic’s systems. 

We have made inquiries of Management about the 
procedures/control activities implemented. 

We have verified that records of logical assets have 
been prepared. 

No exceptions noted. 

B.3 External parties  

Risks related to external parties are identified, 
and security in third-party agreements as well as 
security issues related to customers are ad-
dressed. 

Services delivered by service providers have been 
reviewed, and due consideration has been given 
to whether or not auditor’s reports should be ob-
tained from these, e.g. a 3402 report. New re-
ports are reviewed at regular intervals to ensure 
that they cover the correct period. Identified con-
trol weaknesses are moreover reviewed.  

We have made inquiries of Management about the 
procedures/control activities implemented. 

We have observed that audit reports have been re-
ceived from the relevant service organisations for the 
relevant period. 

No exceptions noted. 
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Control objective C: Physical security 

Operations are conducted out of premises protected from damage resulting from physical factors such as fire, water leaks, power outage, theft or vandal-
ism. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

C.1 Physical security perimeter 

Access to secure areas (for both new and existing 
employees) is limited by use of access cards to au-
thorised employees and requires documented 
Management approval. 

Individuals without clearance to access secure ar-
eas must be registered and accompanied by an 
employee with the appropriate authorisation. 

At regular intervals, Netic collects and reviews ac-
cess lists from NOVI Service and ensures that 
only individuals with a work-related need have 
access to the data centres.  

We have made inquiries of Management about the 
procedures/control activities carried out. During vis-
its to the data centres, we observed that access to se-
cure areas is limited by use of an electronic access 
control system. 

Using random samples, we have reviewed procedures 
for physical security in secure areas to assess whether 
access to these areas is subject to documented Man-
agement approval and whether individuals without 
authorisation are registered and accompanied by an 
employee with proper authorisation. 

Using random samples, we have moreover reviewed 
employees with access to secure areas and verified 
that documented Management approval has been 
granted. 

No exceptions noted. 

C.2 Securing of offices, premises and facilities 

For all server rooms, an access control system has 
been installed, and physical locks have been ap-
plied; these ensure that access is restricted to em-
ployees with the appropriate authorisation.  

Review of existing access rights is carried out 
every six months. 

We have made inquiries of Management about the 
procedures performed. 

We have inspected all server rooms and verified that 
access routes have been secured by use of a card 
reader.  

By inspection, we have furthermore checked that the 
procedure for periodic review of the list of authorised 
employees has been followed. 

No exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: K
2Y

N
X-

N
CC

C4
-Z

7D
54

-J
U

U
E6

-K
H

6O
N

-A
61

E5



 

 

 

 

  14  

 

Control objective C: Physical security 

Operations are conducted out of premises protected from damage resulting from physical factors such as fire, water leaks, power outage, theft or vandal-
ism. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

C.3 Location and protection of equipment 

Data centres are protected against physical 
threats such as fire, water and heat. Moreover, 
equipment has been installed to monitor the in-
door climate, including humidity and tempera-
ture. These parameters are monitored by Netic’s 
monitoring system. 

We have made inquiries of Management about the 
procedures/control activities carried out.  

We have verified that fire-fighting equipment and 
cooling have been installed in the data centres. 

We have furthermore verified that equipment has 
been installed to monitor the indoor climate in the 
data centres. 

Using random samples, we have reviewed documenta-
tion of equipment maintenance to confirm that such 
maintenance is performed on an ongoing basis. 

No exceptions noted. 

C.4 Supporting utilities (security of supply) 

Data centres are protected from power failure by 
the use of UPS (uninterruptible power supply) 
and emergency power facilities. Separate emer-
gency power facilities have been installed for each 
data centre. 

Data centres have been fitted with independent 
and redundant fibre connections that ensure a 
stable Internet connection. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

During our visits to the data centres, we observed that 
monitoring of UPS or emergency power facilities takes 
place. 

Using random samples, we have reviewed documenta-
tion of equipment maintenance to confirm that UPS 
or emergency power facilities are subject to regular 
maintenance and test activities. 

We have verified that independent and redundant fi-
bre connections to data centres have been established. 

No exceptions noted. 

C.5 Securing of wiring We have observed that cables for the supply of elec-
tricity and data communication are protected against 
damage and unauthorised actions. 

No exceptions noted. 
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Control objective D: Communications and operations management 

The below measures have been established: 

• Appropriate business processes and controls in relation to operations, including monitoring and registration of, as well as follow-up on, relevant 
incidents  

• Sufficient procedures for backup and contingency plans  

• Appropriate segregation of duties in and around IT functions, including between development, operations and user functions. 

• Appropriate business processes and controls pertaining to data communication which seek to prevent loss of authenticity, integrity, availability and 
confidentiality. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

D.1 Documented operating procedures 

Operating procedures are documented on 
docs.netic.dk.  

Baselines and template descriptions for virtual 
machines and databases are in place.  

Procedures and process descriptions for changes, 
incidents, service requests and monitoring of 
standard operations have been established. 

We have made inquiries of Management about 
whether all relevant operating procedures have been 
documented. 

In connection with the audit of each area of operation, 
we have checked that documented procedures are in 
place and that there is consistency between documen-
tation and actions performed. 

No exceptions noted. 

D.2 Segregation of duties 

Management has implemented policies and pro-
cedures to ensure satisfactory segregation of du-
ties. 

These policies and procedures include the follow-
ing requirements: 

• Development and operating activities are to 
be completely separated where this is rele-
vant to standard operating services. 

• Segregation of duties is to be applied to 
backup and log functions. 

Development activities are not included in Netic’s 
standard operating services. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

By inspection, we have checked that users with ad-
ministrative access rights have a work-related need for 
such rights and that access rights do not compromise 
segregation of duties in relation to the development 
and production environments.  

Furthermore, we have checked that the number of us-
ers with logical access to backup and log functions is 
limited in order to confirm that segregation of duties 
is upheld for the functions in question. 

During our audit of privileged access, 
we were informed that privileged ac-
cess is granted through membership of 
a group. We were informed that a cen-
tralised list of systems to which the 
groups provide access is not main-
tained. 

 

No further exceptions noted. 
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Control objective D: Communications and operations management 

The below measures have been established: 

• Appropriate business processes and controls in relation to operations, including monitoring and registration of, as well as follow-up on, relevant 
incidents  

• Sufficient procedures for backup and contingency plans  

• Appropriate segregation of duties in and around IT functions, including between development, operations and user functions. 

• Appropriate business processes and controls pertaining to data communication which seek to prevent loss of authenticity, integrity, availability and 
confidentiality. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

D.3 Measures to protect against viruses and similar 
malicious code 

Antivirus programmes are installed and updated 
on employee PCs. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

Using random samples, we have reviewed employee 
PCs to confirm that antivirus programs have been in-
stalled on relevant platforms and that these are up-
dated. 

No exceptions noted. 

D.4 Backup of information 

Netic has adopted a backup strategy stating that 
backup is to take place pursuant to a published 
backup policy.  

Every day, an email is sent to the person respon-
sible for backup who follows up on any errors. 

Backup information for customers and employees 
and backup overviews are automatically docu-
mented. 

Restore testing is performed every month. Rota-
tion is carried out between employees and sub-
systems for testing. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

Using random samples, we have reviewed backup pro-
cedures to confirm that these have been formally doc-
umented. 

Using random samples, we have reviewed backup logs 
to confirm that backup has been successfully com-
pleted; alternatively that remedial measures have 
been taken in case of backup failure. 

Using random samples, we have reviewed restore logs. 

We have reviewed the physical security (e.g. restricted 
access) at off-site storage locations to confirm that 
backup data are stored in an appropriate manner. 

No exceptions noted. 
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Control objective D: Communications and operations management 

The below measures have been established: 

• Appropriate business processes and controls in relation to operations, including monitoring and registration of, as well as follow-up on, relevant 
incidents  

• Sufficient procedures for backup and contingency plans  

• Appropriate segregation of duties in and around IT functions, including between development, operations and user functions. 

• Appropriate business processes and controls pertaining to data communication which seek to prevent loss of authenticity, integrity, availability and 
confidentiality. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

D.5 Monitoring of system use and audit logging 

Transactions or activities, as well as users with 
privileged rights (e.g. super users), are subject to 
monitoring. This also includes databases. Issues 
are examined and resolved in a timely manner. 

All of the above information is stored in a log sys-
tem. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have verified that log information exists docu-
menting that transactions and activities are stored in 
the log system and that such information is only made 
available to individuals with a work-related need. 

No exceptions noted. 

D.6 Administrator and operator log 

High-risk operating systems and network trans-
actions or activity as well as users with privileged 
rights are subject to monitoring. Issues are exam-
ined and resolved in a timely manner.  

We have made inquiries of Management about the 
procedures/control activities carried out.  

We have reviewed the system set-up on servers and 
important network units and verified that the parame-
ters for logging are configured in such a way that ac-
tions performed by users with extended rights are 
logged. 

No exceptions noted. 

D.7 Error logging 

For all units, a monitoring document exists, spec-
ifying what risks and errors are being monitored. 

The monitoring system generates alerts that are 
received and assessed by the service desk/person 
on duty. If relevant, a ticket is created in the case 
management system. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have verified that the monitoring system is config-
ured to detect and handle errors in automatic transac-
tion processes and that error reports from the system 
are investigated and managed in due time. 

No exceptions noted. 
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Control objective E: Access management 

The below measures have been established: 

• Appropriate business processes and controls for granting, following up on and maintaining access rights to systems and data as well as logical and 
physical access controls which reduce the risk of unauthorised access to systems and data.  

• Logical access controls supporting organisational segregation of duties. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

E.1 User registration and privilege administration 

All access to operating systems, network, data-
bases and data files for new and existing employ-
ees is reviewed to ensure compliance with com-
pany policies. Moreover, it is ensured that rights 
are granted on the basis of a work-related need, 
approved and created correctly in the systems.  

At the time of employment, all employees must 
provide a clean criminal record. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have obtained an overview of the company’s and 
the customers’ user accounts on systems and net-
works. We have randomly selected new users and ver-
ified that access right requests for these users have 
been documented and approved in accordance with 
the relevant security policy. 

We have inspected that new employees have provided 
a clean criminal record. 

No exceptions noted. 

E.2 Administration of user access codes (passwords) 

Access to operating systems, networks, databases 
and data files is protected by use of passwords. 
Requirements have been established for the qual-
ity of passwords, i.e. minimum length, complexity 
and expiry, and password settings ensure that 
passwords cannot be reused. 

All shared passwords are stored encrypted in a 
password manager with differentiated access. 

All of the company’s workstations are secured by 
use of encryption of hard disks, as specified in the 
internal IT security manual. 

We have made inquiries of Management about proce-
dures/control activities carried out in connection with 
password controls, and we have verified that users are 
subject to appropriate authentication on all access 
points. 

By inspection, we have checked that appropriate re-
quirements for password quality have been estab-
lished in Netic’s operating environment – by perform-
ing random sample tests of whether access to the com-
pany’s systems is granted on the basis of username 
and password. 

During our audit, we observed that se-
lected customer servers do not comply 
with Netic’s internal password policy. 

During our audit of selected customer 
servers, we observed that the lockout 
policy does not follow a baseline. 

 

No further exceptions noted. 
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Control objective E: Access management 

The below measures have been established: 

• Appropriate business processes and controls for granting, following up on and maintaining access rights to systems and data as well as logical and 
physical access controls which reduce the risk of unauthorised access to systems and data.  

• Logical access controls supporting organisational segregation of duties. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

E.3 Assessment of user access rights 

Management periodically reviews user access 
rights to ensure alignment with the users’ work-
related needs. Discrepancies are investigated and 
resolved in a timely manner.  

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have randomly checked that periodic reviews have 
been performed.  

We have randomly verified that identified deviations 
are subject to remedial action. 

During our audit, we observed that an 
assessment of privileged accounts has 
been performed within the period. We 
have been informed that the design of 
the control does not include a formal 
update of access before it is approved. 

 

No further exceptions noted. 

E.4 Revoking access rights 

User rights granting access to operating systems, 
networks, databases and data files pertaining to 
employees who have left the company are re-
voked in a timely manner. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have obtained an overview of revoked access 
rights for the company’s and the customers’ user ac-
counts. Using random samples, we have compared 
this overview with the list of current user accounts 
and verified that the user accounts have been deleted 
or assigned to a new user. For user accounts that have 
not been deleted or assigned to a new user in accord-
ance with the determined security policy, we have ver-
ified that documentation is in place of network and 
physical access having been revoked. 

No exceptions noted. 
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Control objective E: Access management 

The below measures have been established: 

• Appropriate business processes and controls for granting, following up on and maintaining access rights to systems and data as well as logical and 
physical access controls which reduce the risk of unauthorised access to systems and data.  

• Logical access controls supporting organisational segregation of duties. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

E.5 Policy on use of network services, including au-
thentication of users with external connections 

Data communication is conducted in accordance 
with appropriate processes and controls which 
seek to reduce the risk of loss of authenticity, in-
tegrity, availability and confidentiality. Where 
necessary, Netic has effected segregation of net-
works, pursuant to agreement with its customers. 
The office network is segmented in relation to 
employee groups based on certificates. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

By inspection, we have checked that users are identi-
fied and verified prior to access rights being granted 
and that remote access is protected by use of VPN. 

We have inspected the firewall configuration and 
checked that Netic makes use of intrusion detection 
systems built into firewalls and load balancer; security 
precautions that actively and continually provide in-
formation on changes that may affect the confidential-
ity, integrity and availability of data. 

By inspection, we have checked that networks have 
been set up with DMZ zones.  

During our audit, we observed that fil-
ters have been set up that only allow 
access to customer networks for em-
ployees with a work-related need. How-
ever, a legacy network still exists that 
allows access to customer networks for 
all employees. We have been informed 
that the legacy network was closed on 
14 June 2021. 

 

No further exceptions noted. 

E.6 Management of network connections  

Vulnerability scans are conducted at regular in-
tervals to ensure network security. 

Firewall logs and load balancers are stored in 
Splunk to enable traceability. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

By observation, we have checked that vulnerability 
scans are carried out at regular intervals. 

We have observed that identified weaknesses have 
been assessed and remedial action has been taken. 

No exceptions noted. 

E.7 Procedures for secure log-on 

Access to operating systems and networks is 
password-protected through centralised LDAP 
and Kerberos, where possible. 

Requirements have been established for the qual-
ity of passwords, i.e. minimum length, complexity 
and expiry.  

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have inspected extracts from LDAP and Kerberos and 

reviewed password quality requirements. 

No exceptions noted. 
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Control objective E: Access management 

The below measures have been established: 

• Appropriate business processes and controls for granting, following up on and maintaining access rights to systems and data as well as logical and 
physical access controls which reduce the risk of unauthorised access to systems and data.  

• Logical access controls supporting organisational segregation of duties. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

E.8 Limited access to information 

All access requests for new and existing users 
concerning applications, databases and data files 
are reviewed via the service request in JIRA to 
ensure compliance with the company’s policies; 
this to ensure that rights are granted on the basis 
of a work-related need, are approved and created 
correctly in systems. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have verified that access requests for new and ex-
isting users are managed in JIRA. 

No exceptions noted. 
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Control objective F: Acquisition, development and maintenance of operating systems 

Appropriate procedures and controls have been established for implementation and maintenance of operating systems. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

F.1 Management of software in operating systems 

Netic has the operational responsibility for secu-
rity patching the servers, network equipment and 
a number of other applications. Netic ensures 
that the components and applications are 
patched according to best practice. 

Patching is done, unless otherwise agreed, during 
night-time. 

Patching takes place at least on a monthly basis 
but can be scheduled more often if this is stated 
in the contract. 

We have made inquiries of Management about the 
procedures/control activities carried out, including 
about procedures for patching. 

We have inspected a number of randomly selected 
servers to verify current patch level is in accordance 
with patch policy. 

No exceptions noted. 

 

F.2 Change management 

Changes to parts of production and networks are 
tested/simulated and approved by qualified per-
sonnel prior to being moved to production.  

Netic has a complete and documented procedure 
for the implementation of changes. This is carried 
out via Netic’s JIRA, in which a pre-determined 
workflow is executed. 

All changes are normally approved by an ITIL-
trained change manager prior to implementation. 

We have made inquiries of Management about the 
procedures/control activities carried out. 

Using random samples, we have reviewed change re-
quests for the following: 

• Documented test of changes, including approval. 
• Approval must be obtained prior to implementa-

tion. Oral Management approval is considered suf-
ficient in connection with emergency changes; 
subsequently, such approval must be documented. 

Documented plan for roll-back, where relevant. 

No exceptions noted. 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: K
2Y

N
X-

N
CC

C4
-Z

7D
54

-J
U

U
E6

-K
H

6O
N

-A
61

E5



 

 

 

 

  23  

 

Control objective G: Disaster recovery plan 

Netic is able to continue its service delivery to its customers in case of a disaster situation. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

G.1 Set-up/structure of Netic’s disaster recovery 

The entire disaster recovery plan is comprised of 
a high-level disaster recovery procedure and op-
erational disaster recovery plans for the specific 
disaster areas.  

The operational disaster recovery plan includes a 
description of the disaster organisation, i.e. de-
scriptions of Management functions, contact in-
formation, notification lists and instructions for 
the requisite disaster task forces. 

For the individual platforms, detailed task force 
instructions have been prepared concerning re-
covery and emergency operation.  

We have made inquiries of Management about the 
procedures/control activities carried out. 

We have reviewed the materials provided on disaster 
preparedness, and we have verified that the organisa-
tional and operational IT disaster recovery plan in-
cludes Management function descriptions, contact in-
formation, notification lists as well as instructions. 

No exceptions noted. 
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Control objective H: Disaster recovery test 

Netic is able to continue its service delivery to its customers in case of a disaster situation. 

No. Service organisation’s control activity Tests performed by PwC Result of PwC’s tests 

H.1 Test of Netic’s disaster recovery 

Annually, a test is performed of disaster recovery 
comprising desktop tests and realistic test scenar-
ios.  

Using random samples, we have checked that contin-
gency plans are tested through desktop tests or realis-
tic test scenarios to the extent possible. 

No exceptions noted. 
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5. Additional information from Netic 

The information included in this section is prepared by Netic to provide the customer with further information. 
The section should not be regarded as a part of the system description. The information in this section is not 
covered by audit procedures performed to assess whether the system description gives a true and fair view, 
whether the controls supporting the control objectives presented in section 4 have been suitably designed and 
whether they operated effectively throughout the period. Thus, PwC’s conclusion in section 3 does not cover the 
information in section 5. 

 

Under the control activity D.2 “Segregation of duties”, PwC states:  

“During our audit of privileged access, we were informed that privileged access is granted through membership 
of a group. We were informed that a centralised list of systems to which the groups provide access is not main-
tained". 

 

For this observation, Netic states that the description of systems managed by the privileged group is limited to 
IDP systems, backup systems and password management systems. A more detailed description will be written 
and included during the ISO 27001 process. 

 

 

Under the control activity E.2“Administration of user access codes (passwords)”, PwC states:  

“During our audit, we observed that selected customer servers do not comply with Netic’s internal password 
policy. During our audit of selected customer servers, we observed that the lockout policy does not follow a 
baseline. 

 

For this observation, Netic states that during 2021 all root accounts were set with individual passwords with 
special password requirements that differ a bit from standard requirements for practical reasons. Securing the 
root account is a major step in improving security as the local user is only used on a limited number of servers. 
Action for rolling out the required software for enforcing specific local user password rules is still ongoing. The 
lockout policy is “After five failed logon attempts, the security incident is handled by Netic SOC. The SOC is 
manned 24/7/365. The process is not fully implemented for all servers. 

 

 

Under the control activity E.3 “Assessment of user rights”, PwC states:  

“During our audit, we observed that an assessment of privileged accounts has been performed within the pe-
riod. We have been informed that the design of the control does not include a formal update of access before it 
is approved”. 
 

For this observation, Netic will update the design and process in 2022. 

 

 

Under the control activity E.5 “Policy on use of network services, including authentication of users with exter-
nal connection”, PwC states:  

“During our audit, we observed that filters have been set up that only allow access to customer networks for em-
ployees with a work-related need. However, a legacy network still exists that allows access to customer net-
works for all employees. We have been informed that the legacy network was closed on 14 June 2021”. 
 

For this observation, Netic informed PwC that the legacy network was closed on 14 June 2021. 
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zAY3MB0GA1UdDgQWBBRcu3ViFjKZqjaguJr7b6cMX/AK1TANBgkqhkiG9w0BAQsFAAOCAgEAfB4+
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PIaLgnM11oCfUnYBkQurTrihvzz9PryCVkLxiqRmBVvUz+D4N5G/wvvKDS6t6cPCS+hqM482cbBs
n0R9fFLO4El62S9eH1tqOzO20OAOK65yJIsOpSE=


 
 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 ZBLirJ/53Eppd5RrFVhwGB5cqI8/a9vE9sERLB2qTak=


 
TmZ4kVKJuU24THW8Z1Lgv3dFE9zy/Tjf90bsxZnHKPwKypESIBXFgspXH2J2oYvJZmmO+ZXkExlM
BOrPqeMZy1CPvi4RcZV0wW2wZcaVHqXkqcuZCr+pgMKrHl1TqTYD/3oECKNqkMrDI+6ggz91fHvj
VcEj/1jnSmW31XfnEQhgaVGt8NZfJyL89wNdTIX4RFUL3MYn84U249rZ1otlwQcZski017xHDgx9
eEZqCgKqbjQy17/YZFYn5TbDnvMhWFoVQpW/411uuplWCik9e2uLoUZrZJkp/fxstIa1j0vObyPQ
GgiesqO20F9LlTxkNu9Ezn1S2hl1nok4oIWyzQ==

 
 
 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==


 
 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=


 
 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  
  signtext 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 SPoMlYC1iHktrnlIookr+fZSHZAiWq+bkv3ThksXQIE=


 
Shc/F9y7n85SVLD91nP0nnT61rlim6LSWRbTdrW59vy3MimNOfrR+cwFjNAGYGZLRhIHl/04em9w
Ro0BwiTQsg9OKTKRuNTi5xVVt7iIWunHjuWOLW7jA/Dj41tp/YIP1AAHQMe7tA5MIDD5ywCzhMET
zpDgbJLuaNf+wmJUXZP6dtJ0K/wECKf9hzLbuvRr2FSs5OACWSfZfJhSuDv0YMOJlP6pP0P341qM
KXLunlu0mf0qKvkO5TL8T2NNYTN78dKMe2u4fqPawXt4vylmYCAtnF6PaCu3o3cZMi4DikFG8D4I
Y0yMODX1E/QnAV/uikGraWpv+Z4H89NILmikKw==

 
 
 
MIIFGDCCAwCgAwIBAgIEVtiisDANBgkqhkiG9w0BAQsFADBFMQswCQYDVQQGEwJESzESMBAGA1UE
ChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMB4XDTE3MTAy
NjExMzc0M1oXDTMyMTAyNjEyMDc0M1owQTELMAkGA1UEBhMCREsxEjAQBgNVBAoMCVRSVVNUMjQw
ODEeMBwGA1UEAwwVVFJVU1QyNDA4IE9DRVMgQ0EgSUlJMIIBIjANBgkqhkiG9w0BAQEFAAOCAQ8A
MIIBCgKCAQEAlPVpZBGewZxwS72tyZkEp70E1SbxEMwqiIP1SzSYmetd8Oyd7he5LWg0FzSN9ozN
h1CGLfXmiYWsE3+ltl3hHFCFhxiptrE3NQXo0MH7dTH6ZcTfUKlqBwehPRYWY+eNpRm5ZICSrdtY
HNuqv7jawRce1z0bu0buFDSrCdLdGVUysVjMYWiyGBk95+nE5B1SV5Ls5n6JcnAYB9Y2PkCIPAZc
kayB5RXcTCKrq7y6CpcjZcRuRjXze3NgbQmAHhxwqGaVLgWTq/kLHnM3Q9Xka6ef9v2O3P/jp5th
umup9Jmvacj+x033GNkeDaZfAeBEw1DGpWvmFGBWTU6t3+1jXwIDAQABo4IBEjCCAQ4wDwYDVR0T
AQH/BAUwAwEB/zAOBgNVHQ8BAf8EBAMCAQYwEQYDVR0gBAowCDAGBgRVHSAAMIGXBgNVHR8EgY8w
gYwwLKAqoCiGJmh0dHA6Ly9jcmwub2Nlcy50cnVzdDI0MDguY29tL29jZXMuY3JsMFygWqBYpFYw
VDELMAkGA1UEBhMCREsxEjAQBgNVBAoTCVRSVVNUMjQwODEiMCAGA1UEAxMZVFJVU1QyNDA4IE9D
RVMgUHJpbWFyeSBDQTENMAsGA1UEAxMEQ1JMMTAfBgNVHSMEGDAWgBT2bfixSLNBQwHbhkTlGAW3
XswGNzAdBgNVHQ4EFgQUxlgxT5YtUvv2C3j3ytwe2Nq8o4QwDQYJKoZIhvcNAQELBQADggIBADph
24sc2zPGhb2Ig46gC51M6AW9lgmlmeS95cRF+Y5gb1OA63uhWoqbLVkZ6T1p7lFfQ+JxTPNFPXnD
DoPnOikNVgYvu2JgI37pLdf+uP6iuw5Fs7MbHpRdKJ440+sTga2O88aO3Oy1r3XfUTkFW1Z+Uxp8
AwCvf7ZiApDb2+nUo2d0zppPthBOezc4GNui67GdpWC6gWqRGFASj9+3lyBbOqwNQ7Ko253NPZ7f
/n3S7qhljZKc8hNw70gLZPbDk/LnEwSGu/rge17qPqk88UoQ0kbTlcI7a19yeRNAhPxum+x6VX6Q
5pUjxglY3pZQw3/HOBWUKNHf+4FUqN6lua9qYfHkFBdoc3FS2V28l+/0Y/28vC3Z4XNZtDXbDj23
RZ4MEmTp4vDzefRz4t/dH1ciD4oh/K6b8x7NZIc9NjTewATLsLx2O3UTmcwgS4Aey/xPyn4Zshbi
JNbwfPufEOBwrcOYtfzPOD+/BK1QFkmoWdKtRG64267rI/r6UPoJvWQMQKdUjTuQbzyLjUSh8TpH
qaqP65/22Eoi70MarC15/UZO678WBLvY0bKwl717oeN/ME/10Be0JIF1e4Htx7Ux/1GWaNE2WfBs
dS6EaAbeOv23hSxRzBOK2I0ZargWh4B1HAkkth3xMy1a3WnXCDKFpw4gm1BIQRCLJcdZ4184


 
 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  
  signtext PGh0bWw+PGhlYWQ+PHN0eWxlIHR5cGU9InRleHQvY3NzIj4KICAgICAgICAgICAgYm9keSB7CiAgICAgICAgICAgICAgICBjb2xvcjogIzIyMjIyMjsKICAgICAgICAgICAgICAgIGZvbnQtc2l6ZTogMTJweDsKICAgICAgICAgICAgICAgIHBhZGRpbmc6IDBweDsKICAgICAgICAgICAgICAgIG1hcmdpbjogMHB4OwogICAgICAgICAgICAgICAgZm9udC1mYW1pbHk6ICdIZWx2ZXRpY2EnLCAnQXJpYWwnLCBzYW5zLXNlcmlmOwogICAgICAgICAgICB9CiAgICAgICAgICAgIAogICAgICAgICAgICBkaXYgewogICAgICAgICAgICAgICAgbWFyZ2luOiAwOwogICAgICAgICAgICAgICAgcGFkZGluZzogMDsKICAgICAgICAgICAgfQogICAgICAgICAgICAKICAgICAgICAgICAgLnNpZ25pbmctYm94LXNlY3Rpb24gewogICAgICAgICAgICAgICAgcGFkZGluZzogMnB4IDA7CiAgICAgICAgICAgICAgICBtYXJnaW46IDJweCAwOwogICAgICAgICAgICAgICAgbWFyZ2luLXRvcDogMDsKICAgICAgICAgICAgICAgIGJvcmRlci10b3A6IDFweCBzb2xpZCAjY2NjY2NjOwogICAgICAgICAgICB9CiAgICAgICAgICAgIAogICAgICAgICAgICAuc2lnbmluZy1ib3gtdGl0bGUgewogICAgICAgICAgICAgICAgZm9udC1zaXplOiAxNHB4OwogICAgICAgICAgICAgICAgZm9udC13ZWlnaHQ6IGJvbGQ7CiAgICAgICAgICAgICAgICBwYWRkaW5nOiAxMHB4IDEwcHg7CiAgICAgICAgICAgIH0KICAgICAgICAgICAgCiAgICAgICAgICAgIC5zaWduaW5nLWJveC1zdWJ0aXRsZSB7CiAgICAgICAgICAgICAgICBmb250LXNpemU6IDEycHg7CiAgICAgICAgICAgICAgICBmb250LXdlaWdodDogYm9sZDsKICAgICAgICAgICAgICAgIHBhZGRpbmc6IDVweCAxMHB4OwogICAgICAgICAgICB9CiAgICAgICAgICAgIAogICAgICAgICAgICAuc2lnbmluZy1ib3gtbGlzdC1pdGVtIC5zaWduaW5nLWJveC1zdWJ0aXRsZSB7CiAgICAgICAgICAgICAgICBwYWRkaW5nOiA1cHggMHB4OwogICAgICAgICAgICB9CgogICAgICAgICAgICAuc2lnbmluZy1ib3gtdGV4dCB7CiAgICAgICAgICAgICAgICBmb250LXNpemU6IDExcHg7CiAgICAgICAgICAgICAgICBwYWRkaW5nOiA1cHggMTBweDsKICAgICAgICAgICAgfQogICAgICAgICAgICAKICAgICAgICAgICAgLnNpZ25pbmctYm94LXNtYWxsIHsKICAgICAgICAgICAgICAgIGNvbG9yOiAjNjY2NjY2OwogICAgICAgICAgICAgICAgZm9udC1zaXplOiA5cHg7CiAgICAgICAgICAgICAgICBwYWRkaW5nOiA1cHggMDsKICAgICAgICAgICAgICAgIHBhZGRpbmctdG9wOiAxMHB4OwogICAgICAgICAgICB9CiAgICAgICAgICAgIAogICAgICAgICAgICAuc2lnbmluZy1ib3gtbGlzdCB7CiAgICAgICAgICAgICAgICBwYWRkaW5nOiAwOwogICAgICAgICAgICAgICAgbWFyZ2luOiAwOwogICAgICAgICAgICB9CiAgICAgICAgICAgIAogICAgICAgICAgICAuc2lnbmluZy1ib3gtbGlzdC1pdGVtIHsKICAgICAgICAgICAgICAgIHBhZGRpbmc6IDEwcHg7CiAgICAgICAgICAgICAgICBtYXJnaW46IDVweCAwcHg7CiAgICAgICAgICAgICAgICBmb250LXNpemU6IDExcHg7CiAgICAgICAgICAgICAgICBiYWNrZ3JvdW5kOiAjRjNGM0YzOwogICAgICAgICAgICB9CiAgICAgICAgPC9zdHlsZT48L2hlYWQ+PGJvZHk+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtdGl0bGUiPgogICAgICAgICAgICBFcmtsw6ZyaW5nIG9nIHNhbXR5a2tlCiAgICAgICAgPC9kaXY+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtc2VjdGlvbiI+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtdGV4dCI+CiAgICAgICAgICAgICAgICBNZWQgbWluIHVuZGVyc2tyaWZ0IGJla3LDpmZ0ZXIgamVnIGluZGhvbGRldCBvZyBhbGxlIGRhdG9lciBpIGRlIGbDuGxnZW5kZSBkb2t1bWVudGVyLCBpZGVudGlmaWNlcmV0IHZlZCBkZXJlcyBkb2t1bWVudG7DuGdsZSBvZyBrcnlwdG9ncmFmaXNrZSBoYXNoLXbDpnJkaS4KICAgICAgICAgICAgPC9kaXY+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtdGV4dCI+CiAgICAgICAgICAgICAgICBKZWcgYWNjZXB0ZXJlciwgYXQgPGI+bWl0IGZ1bGRlIG5hdm48L2I+LCA8Yj5taW4gYWt0dWVsbGUgSVAtYWRyZXNzZTwvYj4gc2FtdCA8Yj5taXQgb2ZmZW50bGlnZSBjZXJ0aWZpa2F0PC9iPiBnZW1tZXMgb2cgb3BiZXZhcmVzIGRpZ2l0YWx0LCBtZWQgZGV0IGZvcm3DpWwgYXQga3VubmUgcMOldmlzZSB1bmRlcnNrcmlmdGVucyBneWxkaWdoZWQuICAgICAgICAgICAgPC9kaXY+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtdGV4dCI+CiAgICAgICAgICAgICAgICBPcGx5c25pbmdlcm5lIGluZGxlanJlcyBpIHVuZGVyc2tyaWZ0ZW4sIG9nIGVyIGRlcnZlZCB0aWxnw6ZuZ2VsaWd0IGZvciBhbGxlLCBtZWQgYWRnYW5nIHRpbCBkZXQgdW5kZXJza3Jldm5lIG1hdGVyaWFsZS4KICAgICAgICAgICAgPC9kaXY+PGRpdiBjbGFzcz0ic2lnbmluZy1ib3gtdGV4dCI+CiAgICAgICAgICAgICAgICBFbmR2aWRlcmUsIG1lZCBtaW4gc2lnbmF0dXIgYWNjZXB0ZXJlciBqZWcgZGVuIHRpbCBlbmh2ZXIgdGlkIGfDpmxkZW5kZSBzbHV0YnJ1Z2VyIGxpY2Vuc2FmdGFsZSAoRVVMQSkgZm9yIGJydWdlbiBhZiBQZW5uZW8gRGlnaXRhbCBTaWduYXR1ciBQbGF0Zm9ybTogaHR0cHM6Ly9wZW5uZW8uY29tL2V1bGEgICAgICAgICAgICAgIDwvZGl2PjwvZGl2PjxkaXYgY2xhc3M9InNpZ25pbmctYm94LXNlY3Rpb24iPjxkaXYgY2xhc3M9InNpZ25pbmctYm94LXRpdGxlIj5Eb2t1bWVudGVyIGRlciB1bmRlcnNrcml2ZXM8L2Rpdj48ZGl2IGNsYXNzPSJzaWduaW5nLWJveC1saXN0Ij48ZGl2IGNsYXNzPSJzaWduaW5nLWJveC1saXN0LWl0ZW0iPjxkaXYgY2xhc3M9InNpZ25pbmctYm94LXN1YnRpdGxlIj4KICAgICAgICAgICAgICAgICAgICAgICAgICAgIE5ldGljIElTQUUgMzAwMCAyMDIxe1B3Qy0xdDhwSmdCNDR9CiAgICAgICAgICAgICAgICAgICAgICAgIDwvZGl2PjxkaXY+CiAgICAgICAgICAgICAgICAgICAgICAgICAgICBKZWcgdW5kZXJza3JpdmVyIGRva3VtZW50ZXQgIk5ldGljIElTQUUgMzAwMCAyMDIxe1B3Qy0xdDhwSmdCNDR9IiAgICAgICAgICAgICAgICAgICAgICAgIDwvZGl2PjxkaXY+LSBQw6UgdmVnbmUgYWYgcHJpY2V3YXRlcmhvdXNlY29vcGVycyBzdGF0c2F1dG9yaXNlcmV0IHJldmlzaW9uc3BhcnRuZXJzZWxza2FiIHNvbSBzdGF0c2F1dG9yaXNlcmV0IHJldmlzb3I8L2Rpdj48ZGl2IGNsYXNzPSJzaWduaW5nLWJveC1zbWFsbCI+PGRpdiBzdHlsZT0icGFkZGluZy1ib3R0b206IDVweDsiPgogICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgIERva3VtZW50bsO4Z2xlOiBCQkhIRC1DNjZFTi1GWEhEMi1OTDVERS03QUk1Ry1FWkdZQgogICAgICAgICAgICAgICAgICAgICAgICAgICAgPC9kaXY+PGRpdj4KICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICBEb2t1bWVudGV0cyBrcnlwdG9ncmFmaXNrZSBTSEEtMjU2IGhhc2gtdsOmcmRpOiBmODNkYzQxMTA2ZWJhNGJjODViMWNlNGI3NzM0NGVhNjJjYjMxYWUzNzliYmEyNTU3NWJmZTM3MGM3ODhkMWIxCiAgICAgICAgICAgICAgICAgICAgICAgICAgICA8L2Rpdj48L2Rpdj48L2Rpdj48ZGl2IGNsYXNzPSJzaWduaW5nLWJveC1saXN0LWl0ZW0iPjxkaXYgY2xhc3M9InNpZ25pbmctYm94LXN1YnRpdGxlIj4KICAgICAgICAgICAgICAgICAgICAgICAgICAgIE5ldGljIElTQUUgMzQwMiAyMDIxe1B3Qy1uOUQ4OTdCfQogICAgICAgICAgICAgICAgICAgICAgICA8L2Rpdj48ZGl2PgogICAgICAgICAgICAgICAgICAgICAgICAgICAgSmVnIHVuZGVyc2tyaXZlciBkb2t1bWVudGV0ICJOZXRpYyBJU0FFIDM0MDIgMjAyMXtQd0MtbjlEODk3Qn0iICAgICAgICAgICAgICAgICAgICAgICAgPC9kaXY+PGRpdj4tIFDDpSB2ZWduZSBhZiBwcmljZXdhdGVyaG91c2Vjb29wZXJzIHN0YXRzYXV0b3Jpc2VyZXQgcmV2aXNpb25zcGFydG5lcnNlbHNrYWIgc29tIHN0YXRzYXV0b3Jpc2VyZXQgcmV2aXNvcjwvZGl2PjxkaXYgY2xhc3M9InNpZ25pbmctYm94LXNtYWxsIj48ZGl2IHN0eWxlPSJwYWRkaW5nLWJvdHRvbTogNXB4OyI+CiAgICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgRG9rdW1lbnRuw7hnbGU6IEsyWU5YLU5DQ0M0LVo3RDU0LUpVVUU2LUtINk9OLUE2MUU1CiAgICAgICAgICAgICAgICAgICAgICAgICAgICA8L2Rpdj48ZGl2PgogICAgICAgICAgICAgICAgICAgICAgICAgICAgICAgIERva3VtZW50ZXRzIGtyeXB0b2dyYWZpc2tlIFNIQS0yNTYgaGFzaC12w6ZyZGk6IGFmMTcwODE0NGUzYzczZmI0Zjc4YTJkYTc2MzhjYmQzNWVjNjMwYTJiM2YxNTViMTEzN2UzMGJmMGQ1OGQzNDQKICAgICAgICAgICAgICAgICAgICAgICAgICAgIDwvZGl2PjwvZGl2PjwvZGl2PjwvZGl2PjwvZGl2PjwvYm9keT48L2h0bWw+
  RequestIssuer UGVubmVvLmNvbQ==
  action sign
  useragent TW96aWxsYS81LjAgKGlQaG9uZTsgQ1BVIGlQaG9uZSBPUyAxNV8zXzEgbGlrZSBNYWMgT1MgWCkgQXBwbGVXZWJLaXQvNjA1LjEuMTUgKEtIVE1MLCBsaWtlIEdlY2tvKSBWZXJzaW9uLzE1LjMgTW9iaWxlLzE1RTE0OCBTYWZhcmkvNjA0LjE=
  signingRequestId MTIyMjMwNzc=
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  _challenge RVRFMUQtRk43RTMtWDJMU1ktVVNDSjQtQTdIWFMtQTJGWEY=
  TimeStamp MjAyMi0wMy0yNSAxMDozMDoxMiswMDAw
  identityAssuranceLevel 2
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