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1. Management’s statement 
Netic A/S (Netic) processes personal data on behalf of customers in accordance with data processing agree-
ments. 

The accompanying description has been prepared for customers who have used Netic’s hosting and operat-
ing services and who have a sufficient understanding to consider the description along with other infor-
mation, including information about controls operated by the data controllers themselves in assessing 
whether the requirements of the EU regulation on the ”Protection of natural persons with regard to the 
processing of personal data and on the free movement of such data” and “Lov om supplerende bestem-
melser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger 
og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”) have been com-
plied with. 

Netic uses the following as subprocessors for hosting services: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland.  
 
This report uses the carve-out method and does not comprise controls that the subsprocessors perform for 
Netic. 

Netic confirms that: 

a) The accompanying description in section 3 fairly presents Netic’s information security and measures 
related to hosting and operating services that have processed personal data for data controllers subject 
to the data protection rules throughout the period from 1 January 2021 to 31 December 2021. The cri-
teria used in making this statement were that the accompanying description: 

(i) Presents how Netic’s hosting and operating services were designed and implemented, including: 

• The types of services provided, including the type of personal data processed; 

• The procedures, within both information technology and manual systems, used to initiate, rec-
ord, process and, if necessary, correct, delete and restrict processing of personal data; 

• The procedures used to ensure that data processing has taken place in accordance with con-
tract, instructions or agreement with the data controller; 

• The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality; 

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation; 

• The procedures supporting, in the event of breach of personal data security, that the data con-
troller may report this to the supervisory authority and inform the data subjects; 

• The procedures ensuring appropriate technical and organisational security measures in the 
processing of personal data in consideration of the risks that are presented by personal data 
processing, such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure 
of, or access to, personal data transmitted, stored or otherwise processed; 
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• Controls that we, in reference to the scope of Netic’s hosting and operating services, have as-
sumed would be implemented by the data controllers and which, if necessary in order to 
achieve the control objectives stated in the description, are identified in the description; 

• Other aspects of our control environment, risk assessment process, information system (in-
cluding the related business processes) and communication, control activities and monitoring 
controls that are relevant to the processing of personal data. 

(ii) Includes relevant information about changes in Netic’s hosting and operating services in the pro-
cessing of personal data in the period from 1 January 2021 to 31 December 2021; 

(iii) Does not omit or distort information relevant to the scope of Netic’s hosting and operating services 
being described for the processing of personal data while acknowledging that the description is 
prepared to meet the common needs of a broad range of data controllers and may not, therefore, 
include every aspect of Netic’s hosting and operating services that the individual data controllers 
might consider important in their particular circumstances. 

b) The controls related to the control objectives stated in the accompanying description were suitably de-
signed and operated effectively throughout the period from 1 January 2021 to 31 December 2021. The 
criteria used in making this statement were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were iden-
tified; 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved; and 

(iii) The controls were consistently applied as designed, including that manual controls were applied by 
persons who have the appropriate competence and authority, throughout the period from 1 Janu-
ary 2021 to 31 December 2021. 

c) Appropriate technical and organisational measures were established and maintained to comply with the 
agreements with the data controllers, sound data processing practices and relevant requirements for 
data processors in accordance with the data protection rules. 

 

Aalborg, 25 March 2022 
Netic A/S 
 
 
 
Steen Jensen 
CEO 
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2. Independent auditor’s report 
Independent auditor’s ISAE 3000 assurance report on information security and measures 
for the period from 1 January 2021 to 31 December 2021 pursuant to data processing agree-
ment in relation to Netic A/S’ hosting and operating services 

To: Netic and their customers 

Scope 

We have been engaged to provide assurance about Netic’s description in section 3 of Netic’s hosting and 
operating services in accordance with the data processing agreement with customers throughout the period 
from 1 January 2021 to 31 December 2021 (the description) and about the design and operating effective-
ness of controls related to the control objectives stated in the description. 

Our report covers whether Netic has designed and effectively operated appropriate controls related to the 
control objectives stated in section 4. The report does not include an assessment of Netic’s general compli-
ance with the requirements of the EU regulation on the ”Protection of natural persons with regard to the 
processing of personal data and on the free movement of such data” and “Lov om supplerende bestem-
melser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger 
og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”). 

Netic uses the following as subprocessors for hosting services: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland.  
 
This report uses the carve-out method and does not comprise controls that the subprocessors perform for 
Netic. 

We express reasonable assurance in our conclusion. 

Netic’s responsibilities 

Netic is responsible for: preparing the description and accompanying statement in section 1, including the 
completeness, accuracy and method of presentation of the description and statement; providing the ser-
vices covered by the description; stating the control objectives and designing and effectively operating con-
trols to achieve the stated control objectives. 

Auditor’s independence and quality control 
We have complied with the independence and other ethical requirements in the International Ethics Stand-
ards Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), 
which is founded on fundamental principles of integrity, objectivity, professional competence and due care, 
confidentiality and professional conduct, as well as ethical requirements applicable in Denmark. 

PricewaterhouseCoopers is subject to the International Standard on Quality Control (ISQC 1) and accord-
ingly uses and maintains a comprehensive system of quality control, including documented policies and 
procedures regarding compliance with ethical requirements, professional standards and applicable legal 
and regulatory requirements.

Auditor’s responsibilities 

Our responsibility is to express an opinion on Netic’s description and on the design and operating effective-
ness of controls related to the control objectives stated in that description, based on our procedures. 
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We conducted our engagement in accordance with ISAE 3000 (revised), “Assurance engagements other 
than audits or reviews of historical financial information”, and additional requirements applicable in Den-
mark to obtain reasonable assurance about whether, in all material respects, the description is fairly pre-
sented, and the controls are suitably designed and operating effectively. 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 
data processor involves performing procedures to obtain evidence about the disclosures in the data proces-
sor’s description of its hosting and operating services and about the design and operating effectiveness of 
controls. The procedures selected depend on the auditor’s judgement, including the assessment of the risks 
that the description is not fairly presented, and that controls are not suitably designed or operating effec-
tively. Our procedures included testing the operating effectiveness of those controls that we consider neces-
sary to provide reasonable assurance that the control objectives stated in the description were achieved. An 
assurance engagement of this type also includes evaluating the overall presentation of the description, the 
suitability of the objectives stated therein and the suitability of the criteria specified by the data processor 
and described in the Management’s statement section.  

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opin-
ion. 

Limitations of controls at a data processor 

Netic’s description is prepared to meet the common needs of a broad range of data controllers and may not, 
therefore, include every aspect of their hosting and operating services that the individual data controllers 
may consider important in their particular circumstances. Also, because of their nature, controls at a data 
processor may not prevent or detect all personal data breaches. Furthermore, the projection of any evalua-
tion of the operating effectiveness to future periods is subject to the risk that controls at a data processor 
may become inadequate or fail. 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Management’s statement section. In our opinion, in 
all material respects: 

a) The description fairly presents Netic’s information security and measures related to hosting and oper-
ating services as designed and implemented throughout the period from 1 January 2021 to 31 Decem-
ber 2021; 

b) The controls related to the control objectives stated in the description were suitably designed through-
out the period from 1 January 2021 to 31 December 2021; and 

c) The controls tested, which were those necessary to provide reasonable assurance that the control ob-
jectives stated in the description were achieved, operated effectively throughout the period from 1 Jan-
uary 2021 to 31 December 2021. 

Description of test of controls 

The specific controls tested and the nature, timing and results of those tests are listed in section 4. 
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Intended users and purpose 

This report and the description of tests of controls in section 4 are intended only for data controllers who 
have used Netic’s hosting and operating services and who have a sufficient understanding to consider it, 
along with other information, including information about controls operated by the data controllers them-
selves, in assessing whether the requirements of the data protection rules have been complied with. 

 
Aarhus, 25 March 2022 
PricewaterhouseCoopers 
Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31 
 
 
 
Jesper Parsberg Madsen Rico Lundager 
State-Authorised Public Accountant Senior Manager 
mne26801  
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3. Description of Netic’s hosting and 

operating services 

3.1 Introduction 

Netic’s primary business areas are hosting, operation/outsourcing, security, consultancy services and tech-
nical software development. Netic’s customers range from small companies to large organisations; Netic 
serves as a direct contact for customers, as a partner or as a sub-supplier.  

Netic employs approximately 138 people, and Trifork A/S is the majority shareholder of Netic A/S.  

3.2 Description of services covered by the report 
Netic provides operation and hosting to customers within a wide range of fields and products, including 
related consultancy services. 

As Netic has core competencies in a wide range of subject areas, offers many different products and has a 
high degree of agility. The company is able to resolve large-scale issues at very short notice. 

Netic also provides hosting of servers at many different levels, ranging from a single server hosted in our 
data centre, to which we merely provide power, cooling and internet access; larger farms of virtual/physical 
servers, operating high-end solutions in full two-centre operation with redundant databases as backends; 
to operation in public clouds.  

Netic also provides customised solutions, designed to meet the needs of each individual customer, on the 
basis of core competencies and agility. Netic also has a small portfolio of proprietary solutions. 

As standard products/services, Netic offers e.g. virtual servers, Kubernetes solutions, infrastructure, host-
ing of mail, web, applications and databases on self-operated platforms. 

Netic uses sub-suppliers if our customers request it. Only recognised and well-reputed providers are used. 
The following hosting sub-suppliers are used: 

• Microsoft Ireland Operations Ltd. 

• Amazon Web Services EMEA SARL, Luxembourg  

• Google Ireland Limited, Ireland. 
 
When entering into agreements for which sub-suppliers in third countries are used, Netic has prepared a 
disclaimer pointing out to the customer that entering into such an agreement is contrary to the Schrems 2 
judgement – and the customer is informed of any consequences thereof. 

3.3 General control environment 
Netic has set up a security committee that focuses on continuously ensuring the protection of personal 
data. The committee consists of the CEO, COO, the CTO, the operations manager and the DPO/CISO. The 
committee meets regularly and reviews the current data protection level; this includes a discussion of IT 
security initiatives to increase the IT security level at Netic. The committee has been put together to unite 
relevant experts in ensuring the GDPR work, and responsibilities are allocated based on the members’ 
competences. 

The work of the committee is planned in a GDPR year plan comprising relevant activities to ensure that 
Netic is always compliant according to applicable law.  
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When the committee meets, the following topics are discussed: 

• IT security policy and IT security manual 

• Privacy policies and procedures 

• IT security measures 

• Review of any security breaches 

• Follow-up on training and awareness. 

• As regards concluded data processing agreements: 

o Follow-up on receipt of (new) data processing agreements and approval of them 

o Follow-up on customers with special requirements in their data processing agreements 

o Follow-up on approval of potential sub-suppliers 

o Follow-up to verify that the data controller has approved any procedures and technical 
measures that ensure the processing and protection of personal data 

o Follow-up to verify that enquiries from the data controller with regard to the rights of data 
subjects (access, erasure, rectification) have been handled in an appropriate and timely man-
ner. 

• As regards any incidents occurred: 

o Follow-up to verify that incidents have been reported satisfactorily to the data controller in a 
timely manner. 

Netic has appointed a DPO (data protection officer) whose primary work is to ensure that personal data is 
processed in accordance with applicable law. The DPO also acts as Netic’s CISO.  

The data protection officer works in the cross field between legal requirements, the use of personal data 
and information security. 

The data protection officer’s overall tasks are as follows: 

• Provide advice and recommendations on rights and obligations relating to data processing 

• Supervise correct data protection 

• Handle requests from data subjects regarding their personal data 

• Keep Management informed of its obligations under the Data Protection Act 

• Act as primary contact for supervisory authorities 

• Be responsible for the process for handling personal data breaches and for notifying relevant au-
thorities of any leaks of personal data 

• Become involved in the implementation of new systems, services, workflows etc. in which personal 
data are processed 

• Ensure ongoing and provable compliance.  

The data protection officer exercises his or her activities independently, meaning that the data protection 
officer is not instructed on how to perform his or her tasks. The data protection officer reports directly to 
Netic’s Executive Board. Reporting is provided at least annually following a formal process. 

Netic’s IT security policy and privacy policy (customer-facing) apply to all Netic employees and are part of 
the basis of the employment relationship. The policies provide the framework for the processing, storage, 
sharing and erasure of data, and they contain procedures for rights management, password management, 
patching, logging, backup, access control, etc. 
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The policies are updated at specified intervals and, as a minimum, when the company introduces new sys-
tems, services, business processes etc. of importance to the security or data protection. 

All documents relating to data protection, including documentation, risk analyses, policies, reports, etc., 
are placed on Netic’s intranet. Access to this space is restricted so that only relevant employees have access 
to information about the handling and follow-up on the data controller’s enquiries/requests for support, 
e.g. support for responding to a request from a data subject (the end user) regarding his or her rights, as 
well as the data controller’s enquiries regarding impact assessment and consultation with the supervisory 
authority. Likewise, only relevant employees and members of the security committee have access to the 
documentation/analysis in the event of a security breach. 

The operations manager and the data protection officer are responsible for checking that the required con-
trols are carried out and have the intended effect. The results are discussed by Management, and any nec-
essary actions are agreed. 

3.4 Significant changes 

During the period from 1 January 2021 to 31 December 2021, no significant changes have been made to 
Netic’s operations that may affect the security and operational stability of our customers. 

3.5 Risk assessment 
Netic has formalised processes for assessing the risk of the services in which personal data are processed.  

The risk assessment is reviewed at specified intervals and, additionally, as a minimum when a system is 
modified significantly, new business processes are implemented, a new central system is applied or when 
we process new types of personal data as part of our services.  

The focal point of the risk assessments is the risk/likelihood of a personal data breach and the conse-
quences to the data subject of such a breach. 

The risk assessments help ensure that we have determined whether the necessary technical and organisa-
tional security measures are always set up to protect the data being processed for our customers. The risk 
assessments are thus used in the continued effort to establish organisational and technical security 
measures to counter the risks (risk management) stated in the risk assessment.  

Risk assessments are made by the security committee with input from relevant employees of the organisa-
tion.  

The current risk landscape 

Considering the data we process – together with the controls and the organisational and technical 
measures we have implemented to mitigate risks and minimise the likelihood of personal data breaches – 
the current risk profile of Netic’s services is assessed as being low. To ensure a constant focus on minimis-
ing our risks, we have established control activities aiming at both safeguarding and testing that our 
measures adequately mitigate risks. 

3.6 Control activities 
The description of Netic's control environment is divided into the following topics: 

Information security policies 

Netic endeavours to ensure that relevant controls are based on the ISO 27001 standard, and they are de-
scribed in Netic's IT security policy. 
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Employee security 

Netic provides continuous training to all employees within IT security and safe processing of personal data.  

Any change to Netic's IT security policies and privacy policies will be communicated to all employees. New 
employees are required to read policies and manuals prior to reviewing these together with Netic’s DPO in 
order to get answers to their questions and to establish their security awareness at an appropriate level. 
Netic requires all employees at Netic to have a clean criminal record. 

Relevant training and awareness activities are added over the year, e.g. by using Netic’s proprietary GDPR 
test and examination system where the employee is introduced to and trained in relevant topics within per-
sonal data and IT security. 

Every year, the company makes an internal evaluation as to whether the awareness training and the ongo-
ing training have had the desired effect. The results are evaluated by the security committee. 

Access control 
Netic’s general policy on access to systems is that access is only allowed if it serves a legitimate purpose. 
This applies to physical as well as logical access. Where technically feasible, all access to systems must be 
logged with accurate information on time and identification of the user who accessed the system in ques-
tion. Those of Netic’s employees being part of the 24/7 duty system have access to all operations-critical 
systems as this is required to maintain a 24/7 contingency preparedness. All other access is granted only 
when there is an essential and imperative need. Customers only have access to their own systems. For sys-
tems that contain sensitive personal data, they often only have access to a limited part of the system so that 
data security is maintained, and access is limited as much as possible. Some systems require segregation of 
duties, and other conditions for access may consequently exist. These conditions are documented for the 
individual systems. 

Managing assets and systems 

New assets are registered in Netic’s fixed assets register and/or CMDB depending on the nature of the as-
set. All assets are kept in good security condition through support agreements, upgrade of software and 
firmware to secure versions, ongoing patch management according to the customer contract and Netic's 
patch management policy, etc. 

Netic has a policy on the destruction of data dictating that when abolishing assets, storage media will be 
destroyed on location and will not be returned with data to a manufacturer for service, upgrading or the 
like.  

Cryptography 
All data connections transmitting confidential, personal or sensitive data must be strongly encrypted with 
up-to-date technology.  

Data extracts containing sensitive data transmitted between Netic and Netic's customers and/or business 
partners must be encrypted, only allowing the intended party to open them. For this purpose, Netic recom-
mends the use of PGP. Data extracts include all types of sensitive data on all types of media – for example 
DVDs, USB sticks, emails and digital uploads. 

Physical and environmental security 

Customer data is stored on IT systems in Netic's data centres. These data centres are protected by elec-
tronic access control with two-factor access, electronic burglary monitoring by a security firm, video sur-
veillance and several layers of physical security. Internally in the data centres, customers, who themselves 
have access, are physically separated, and certain critical systems are moreover physically separated from 
the ordinary operational systems.  
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Operations security 

The management team responsible for the day-to-day operation of Netic consists of Steen Jensen, CEO, 
John Zimmer, COO, Claus Hansen, CCO, Henrik Skovfoged, TS Business Unit Lead, and Karsten Thygesen, 
CTO. 

Where technically feasible and financially reasonable, the design of all IT systems, e.g. networks, servers, 
IT systems and the like, is based on the principle of no single point of failure. 

All data centres are physically placed in buildings with a high security level and several layers of physical 
security. The data centres are protected against operational loss incidents through the use of aspiration sys-
tems and Inergen-based fire suppression, battery/UPS backup, generator-based emergency power and re-
dundant power supply for equipment. 

Redundant internet connections from several ISPs always exist – all of them in cables carried in different 
routings – inside as well as outside the buildings. Furthermore, the data centres are connected internally by 
several fibre cables carried by different routings and with different routings in the buildings. 

All critical data centre components are monitored 24/7 by an internal SOC function. 

Netic has prepared and maintains contingency plans describing principles for decision-making power, or-
ganisation, communication and remediation of unexpected emergency situations. Furthermore, the contin-
gency plans contain descriptions of a number of options in case of different well-reasoned scenarios to be 
able to get back to normal operations as quickly as possible. The contingency plans cover physical problems 
such as fire, water, theft, vandalism, power outage etc. as well as logical problems such as data loss, logical 
breakdowns, hacking and data theft. The contingency plans are maintained on an ongoing basis and are 
tested through contingency exercises. 

Acquisition, development and maintenance of systems 
The development, operation and maintenance of systems are always based on the security requirements for 
the processing of data to ensure that data is protected during processing, transportation and storage. Sys-
tems are maintained through high-frequency automated patch management with the option of extra patch-
ing in emergency situations. Routine vulnerability scans are conducted, and employees are continuously 
informed and updated on security requirements and procedures applicable when working on systems with 
sensitive data. 

Supplier relationships 

All suppliers of Netic must comply with Netic's IT security policy and privacy policy and must be instructed 
in Netic's IT security manual to the extent necessary. If a supplier needs access – whether physical or logi-
cal – to systems containing customer data, the supplier will be closely accompanied by a Netic employee. 

Information security incident management 
As described in Netic's IT security policy: 

"If an employee detects threats to information security or breaches of it, this must immediately result in 
the creation of an Incident in Netic’s incident reporting system and be reported to Netic’s CISO/DPO." 

Information security aspects of business continuity management 

In emergency or recovery situations, Netic's IT security policy and privacy policies are still applicable and 
cannot be set aside at any time. 
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Monitoring 

Reporting to the Executive Board is done on an ad hoc basis. The reporting includes status on the GDPR 
work, follow-up on the receipt and approval of (new) data processing agreements and follow-up to verify 
that the enquiries from the data controller with regard to the rights of data subjects (access, erasure, rectifi-
cation) have been handled in an appropriate and timely manner. 

3.7 Complementary controls of data controllers 
As part of the delivery of services, the data controller must implement certain controls that are important 
to achieve the control objectives specified in the description. This includes: 

• Setting up and administering own users of the solution in the production environment (identity 
and access management) 

• Setting up and administering users from Netic who have access to the customer’s environment 
(identity and access management) 

• Ensuring that sensitive personal information is not included in support cases sent to Netic via tick-
ets etc. 
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4. Control objectives, control activity, tests and related 

findings 

4.1 Purpose and scope 

We have conducted our engagement in accordance with ISAE 3000, “Assurance engagements other than audits or reviews of historical financial infor-
mation”, and additional requirements under Danish audit regulation.  

Our testing of the design, implementation and functionality of the controls has included the control objectives and related control activities selected by Man-
agement and listed in section 4.3. Any other control objectives, related controls and controls at customers are not covered by our test actions. 

Our operating effectiveness testing included the control activities deemed necessary to obtain reasonable assurance that the stated control activities were 
achieved in the period from 1 January 2021 to 31 December 2021.  

4.2 Test actions 
The test actions performed when determining the operating effectiveness of the control activities are described below: 

Inspection Reading of documents and reports containing specifications regarding the execution of the control. This includes reading and considera-
tion of reports and other documentation in order to assess whether specific controls are designed so they may be expected to become 
effective, if implemented. Furthermore, it is assessed whether controls are being monitored and checked sufficiently and at appropriate 
intervals.  

We have tested the specific system set-up on the technical platforms, databases and network components in order to verify whether con-
trols are implemented and have functioned in the period from 1 January 2021 to 31 December 2021. Among other things, this includes 
assessment of patching level, permitted services, segmentation, password complexity, etc. as well as inspection of equipment and loca-
tions. 

Inquiries Inquiry of appropriate personnel. Inquiries have included how the controls are performed. 

Observation Observation of the execution of the control. 

Reperformance 
of the control 

Repetition of the relevant control. We have repeated the execution of the control to verify that the control functions as assumed.  
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4.3  Control objectives, control activity, tests and test results 

Control objective A: 

Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with consistently with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.1 Written procedures are in place which include 
a requirement that personal data must only be 
processed when instructions to this effect are 
available. 

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place to ensure that personal data are only pro-
cessed according to instructions. 

Checked by way of inspection that the procedures include 
a requirement to assess at least once a year the need for 
updates, including in case of changes in the data control-
ler’s instructions or changes in the data processing.  
Checked by way of inspection that procedures are up to 
date. 

No exceptions noted. 

A.2 The data processor only processes personal 
data stated in the instructions from the data 
controller. 

Checked by way of inspection that Management ensures 
that personal data are only processed according to in-
structions. 

Checked by way of inspection of a sample of personal 
data processing operations that these are conducted con-
sistently with instructions. 

No exceptions noted. 

A.3 The data processor immediately informs the 
data controller if an instruction, in the data 
processor’s opinion, infringes the Regulation 
or other European Union or member state data 
protection provisions. 

Checked by way of inspection that formalised procedures 
are in place ensuring verification that personal data are 
not processed against the Data Protection Regulation or 
other legislation. 

Checked by way of inspection that procedures are in place 
for informing the data controller of cases where the pro-
cessing of personal data is considered to be against legis-
lation.  

Checked by way of inspection that the data controller was 
informed in cases where the processing of personal data 
was evaluated to be against legislation. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.1 Written procedures are in place which include 
a requirement that security measures agreed 
are established for the processing of personal 
data in accordance with the agreement with 
the data controller. 

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place to ensure establishment of the security 
measures agreed. 

Checked by way of inspection that procedures are up to 
date. 

Checked by way of inspection of a sample of data pro-
cessing agreements that the security measures agreed 
have been established. 

No exceptions noted. 

B.2 The data processor has performed a risk as-
sessment and, based on this, implemented the 
technical measures considered relevant to 
achieve an appropriate level of security, includ-
ing establishment of the security measures 
agreed with the data controller.  

Checked by way of inspection that formalised procedures 
are in place to ensure that the data processor performs a 
risk assessment to achieve an appropriate level of secu-
rity. 

Checked by way of inspection that the risk assessment 
performed is up to date and comprises the current pro-
cessing of personal data. 

Checked by way of inspection that the data processor has 
implemented the technical measures ensuring an appro-
priate level of security consistent with the risk assess-
ment. 

Checked by way of inspection that the data processor has 
implemented the security measures agreed with the data 
controller. 

During our audit, we observed that sev-
eral projects have not been risk-as-
sessed based on risks to the data sub-
ject. Furthermore, it is not clear when a 
risk assessment has been carried out 
and whether the necessary technical 
and organisational security measures 
have been established. 

 

No further exceptions noted. 

B.3 For the systems and databases used in the pro-
cessing of personal data, antivirus software has 
been installed that is updated on a regular ba-
sis.  

Checked by way of inspection that antivirus software has 
been installed for the systems and databases used in the 
processing of personal data.  

Checked by way of inspection that antivirus software is 
up to date. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.4 External access to systems and databases used 
in the processing of personal data takes place 
through a secured firewall.  

Checked by way of inspection that external access to sys-
tems and databases used in the processing of personal 
data takes place only through a secured firewall.  

Checked by way of inspection that the firewall has been 
configured in accordance with the relevant internal pol-
icy. 

No exceptions noted. 

B.5 Internal networks have been segmented to en-
sure restricted access to systems and databases 
used in the processing of personal data. 

Inquired whether internal networks have been seg-
mented to ensure restricted access to systems and data-
bases used in the processing of personal data. 

Inspected network diagrams and other network docu-
mentation to ensure appropriate segmentation. 

During our audit, we observed that fil-
ters have been set up that only allow 
access to customer networks for em-
ployees with a work-related need. How-
ever, a legacy network still exists that 
allows access to customer networks for 
all employees. We have been informed 
that the legacy network was closed on 
14 June 2021. 

 

No further exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.6 Access to personal data is isolated to users with 
a work-related need for such access. 

Checked by way of inspection that formalised procedures 
are in place for restricting users’ access to personal data. 
Checked by way of inspection that formalised procedures 
are in place for following up on users’ access to personal 
data being consistent with their work-related need. 

Checked by way of inspection that the technical measures 
agreed support retaining the restriction in users’ work-re-
lated access to personal data. 

Checked by way of inspection of a sample of users’ access 
to systems and databases that such access is restricted to 
the employees’ work-related need. 

During our audit, we observed that se-
lected customer servers do not comply 
with Netic’s internal password policy. 
During our audit of selected customer 
servers, we observed that the lockout 
policy does not follow a baseline. 

During our audit of privileged access, 
we were informed that privileged ac-
cess is granted through membership of 
a group. We were informed that a cen-
tralised list of systems to which the 
groups provide access is not main-
tained. 

 

No further exceptions noted. 

B.7 System monitoring has been established for 
the systems and databases used in the pro-
cessing of personal data, e.g. in the event of a 
compromise. 

Checked by way of inspection that system monitoring 
with an alarm feature has been established for systems 
and databases used in the processing of personal data. 

Checked by way of inspection of a sample of alarms that 
these were followed up on and that the data controllers 
were informed thereof as appropriate. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.8 Effective encryption is applied when transmit-
ting confidential and sensitive personal data 
through the internet or by email.  

Checked by way of inspection that formalised procedures 
are in place to ensure that transmissions of sensitive and 
confidential data through the internet are protected by 
powerful encryption based on a recognised algorithm.  

Checked by way of inspection that technological encryp-
tion solutions have been available and active throughout 
the assurance period.  

Checked by way of inspection that encryption is applied 
when transmitting confidential and sensitive personal 
data through the internet or by email. 

Inquired whether any unencrypted transmission of sensi-
tive and confidential personal data has taken place during 
the assurance period and whether the data controllers 
have been appropriately informed thereof. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.9 Logging of the following matters has been es-
tablished in systems, databases and networks: 

• Activities performed by system admin-
istrators and others holding special 
rights 

• Security incidents comprising: 

o Changes in log set-ups, including 
disabling of logging 

o Changes in users’ system rights 

o Failed attempts to log on to sys-
tems, databases or networks. 

Logon data are protected against manipulation 
and technical errors and are reviewed regu-
larly. 

Checked by way of inspection that formalised procedures 
are in place for setting up logging of user activities in sys-
tems, databases or networks that are used to process and 
transmit personal data, including review of and follow-up 
on logs. 

Checked by way of inspection that logging of user activi-
ties in systems, databases or networks that are used to 
process or transmit personal data has been configured 
and activated.  

Checked by way of inspection that user activity data col-
lected in logs are protected against manipulation or dele-
tion. 

Checked by way of inspection of a sample of logging that 
the content of log files is as expected compared to the set-
up and that documentation confirms the follow-up per-
formed and the response to any security incidents. 

Checked by way of inspection of a sample of logging that 
documentation confirms the follow-up performed on ac-
tivities carried by system administrators and others hold-
ing special rights. 

No exceptions noted. 

 

B.10 Personal data used for development, testing or 
similar activity are always in pseudonymised or 
anonymised form. Such use only takes place to 
accomplish the data controller's purpose ac-
cording to agreement and on the data control-
ler’s behalf. 

Checked by way of inspection that formalised procedures 
are in place for using personal data for development, test-
ing or similar activity to ensure that such use only takes 
place in pseudonymised or anonymised form. 

Checked by way of inspection of a sample of development 
or test databases that personal data included therein are 
pseudonymised or anonymised.  

Checked by way of inspection of a sample of development 
or test databases in which personal data are not pseudon-
ymised or anonymised that this has taken place according 
to agreement with, and on behalf of, the data controller. 

We have been informed that develop-
ment activity is not performed at Netic. Pe
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.11 The technical measures established are tested 
on a regular basis in vulnerability scans and 
penetration tests. 

Checked by way of inspection that formalised procedures 
are in place for regularly testing technical measures, in-
cluding for performing vulnerability scans and penetra-
tion tests.  

Checked by way of inspection of samples that documen-
tation confirms regular testing of the technical measures 
established. 

Checked by way of inspection that any deviations or 
weaknesses in the technical measures have been re-
sponded to in a timely and satisfactory manner and com-
municated to the data controllers as appropriate. 

No exceptions noted. 

B.12 Changes to systems, databases or networks are 
made consistently with established procedures 
that ensure maintenance using relevant up-
dates and patches, including security patches.  

Checked by way of inspection that formalised procedures 
are in place for handling changes to systems, databases or 
networks, including handling of relevant updates, 
patches and security patches.  

Checked by way of inspection of extracts from technical 
security parameters and set-ups that systems, databases 
or networks have been updated using agreed changes and 
relevant updates, patches and security patches. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.13 A formalised procedure is in place for granting 
and removing users’ access to personal data. 
Users’ access is reconsidered on a regular ba-
sis, including the continued justification of 
rights by a work-related need. 

Checked by way of inspection that formalised procedures 
are in place for granting and removing users’ access to 
systems and databases used for processing personal data. 

Checked by way of inspection of a sample of employees’ 
access to systems and databases that the user accesses 
granted have been authorised and that a work-related 
need exists. 

Checked by way of inspection of a sample of resigned or 
dismissed employees that their access to systems and da-
tabases was deactivated or removed in a timely manner. 

Checked by way of inspection that documentation states 
that user accesses granted are evaluated and authorised 
on a regular basis – and at least once a year. 

During our audit, we observed that an 
assessment of privileged accounts has 
been performed within the period. We 
have been informed that the design of 
the control does not include a formal 
update of access before it is approved. 

 

No further exceptions noted. 

B.14 Systems and databases processing personal 
data that involve a high risk for the data sub-
jects are accessed as a minimum by using two-
factor authentication. 

Checked by way of inspection that formalised procedures 
are in place to ensure that two-factor authentication is 
applied in the processing of personal data that involves a 
high risk for the data subjects. 

Checked by way of inspection that users’ access to pro-
cessing personal data that involve a high risk for the data 
subjects may only take place by using two-factor authen-
tication. 

No exceptions noted. 

B.15 Physical access security measures have been 
established so as to only permit physical access 
by authorised persons to premises and data 
centres at which personal data are stored and 
processed. 

Checked by way of inspection that formalised procedures 
are in place to ensure that only authorised persons can 
gain physical access to premises and data centres at 
which personal data are stored and processed. 

Checked by way of inspection of documentation that, 
throughout the assurance period, only authorised per-
sons have had physical access to premises and data cen-
tres at which personal data are stored and processed. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.1 Management of the data processor has ap-
proved a written information security policy 
that has been communicated to all relevant 
stakeholders, including the data processor’s 
employees. The information security policy is 
based on the risk assessment performed.  

Assessments are made on a regular basis – and 
at least once a year – as to whether the infor-
mation security policy should be updated. 

Checked by way of inspection that an information secu-
rity policy exists that Management has considered and 
approved within the past year. 

Checked by way of inspection of documentation that the 
information security policy has been communicated to 
relevant stakeholders, including the data processor’s em-
ployees.  

No exceptions noted. 

C.2 Management of the data processor has checked 
that the information security policy does not 
conflict with data processing agreements en-
tered into. 

Inspected documentation of Management’s assessment 
that the information security policy generally meets the 
requirements for security measures and the security of 
processing in the data processing agreements entered 
into. 

Checked by way of inspection of a sample of data pro-
cessing agreements that the requirements in these agree-
ments are covered by the requirements of the infor-
mation security policy for security measures and security 
of processing. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.3 The employees of the data processor are 
screened as part of the employment process. 
Such screening comprises, as relevant: 

• References from former employers 

• Certificates of criminal record 

• Diplomas. 

Checked by way of inspection that formalised procedures 
are in place to ensure screening of the data processor’s 
employees as part of the employment process.  

Checked by way of inspection of a sample of  data pro-
cessing agreements that the requirements therein for 
screening employees are covered by the data processor’s 
screening procedures. 

Checked by way of inspection of employees appointed 
during the assurance period that documentation states 
that the screening has comprised: 

• References from former employers 

• Certificates of criminal record 

• Diplomas. 

No exceptions noted. 

C.4 Upon appointment, employees sign a confiden-
tiality agreement. In addition, the employees 
are introduced to the information security pol-
icy and procedures for data processing as well 
as any other relevant information regarding 
the employees’ processing of personal data. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employees 
have signed a confidentiality agreement. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employees 
have been introduced to: 

• The information security policy 

• Procedures for processing data and other rele-
vant information. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.5 For resignations or dismissals, the data proces-
sor has implemented a process to ensure that 
users’ rights are deactivated or terminated, in-
cluding that assets are returned. 

Inspected procedures ensuring that resigned or dis-
missed employees’ rights are deactivated or terminated 
upon resignation or dismissal and that assets such as ac-
cess cards, computers, mobile phones, etc. are returned. 

Checked by way of inspection of employees resigned or 
dismissed during the assurance period that rights have 
been deactivated or terminated and that assets have been 
returned.  

No exceptions noted. 

C.6 Upon resignation or dismissal, employees are 
informed that the confidentiality agreement 
signed remains valid and that they are subject 
to a general duty of confidentiality in relation 
to the processing of personal data performed 
by the data processor for the data controllers. 

Checked by way of inspection that formalised procedures 
are in place to ensure that resigned or dismissed employ-
ees are made aware of the continued validity of the confi-
dentiality agreement and the general duty of confidential-
ity. 

Checked by way of inspection of employees resigned or 
dismissed during the assurance period that documenta-
tion confirms the continued validity of the confidentiality 
agreement and the general duty of confidentiality. 

No exceptions noted. 

C.7 Awareness training is provided to the data pro-
cessor’s employees on a regular basis with re-
spect to general IT security and security of pro-
cessing related to personal data. 

Checked by way of inspection that the data processor pro-
vides awareness training to the employees covering gen-
eral IT security and security of processing related to per-
sonal data. 

Inspected documentation stating that all employees who 
have either access to or process personal data have com-
pleted the awareness training provided. 

No exceptions noted. 
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Control objective D:  

Procedures and controls are complied with to ensure that personal data can be deleted or returned if arrangements are made with the data controller to 
this effect. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

D.1 Written procedures are in place which include 
a requirement that personal data must be 
stored and deleted in accordance with the 
agreement with the data controller. 

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place for storing and deleting personal data in ac-
cordance with the agreement with the data controller. 

Checked by way of inspection that procedures are up to 
date.  

No exceptions noted. 

D.2 Any agreed specific requirements for the data 
processor’s storage periods and deletion rou-
tines in accordance with the concluded data 
processing agreements are followed.  

Checked by way of inspection that the existing proce-
dures for storage and deletion include specific require-
ments for the data processor’s storage periods and dele-
tion routines. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that personal 
data are stored in accordance with the agreed storage pe-
riods. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that personal 
data are deleted in accordance with the agreed deletion 
routines. 

No exceptions noted. 

D.3 Upon termination of the processing of personal 
data for the data controller, data have, in ac-
cordance with the agreement with the data 
controller, been: 

• Returned to the data controller and/or 

• Deleted if this is not in conflict with 
other legislation.  

Checked by way of inspection that formalised procedures 
are in place for processing the data controller’s data upon 
termination of the processing of personal data. 

Checked by way of inspection of terminated data pro-
cessing sessions during the assurance period that docu-
mentation states that the agreed deletion or return of 
data has taken place. 

No exceptions noted. 
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Control objective E:  

Procedures and controls are complied with to ensure that the data processor will only store personal data in accordance with the agreement with the data 
controller. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

E.1 Written procedures are in place which include 
a requirement that personal data must only be 
stored in accordance with the agreement with 
the data controller. 

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place for only storing and processing personal data 
in accordance with the data processing agreements. 

Checked by way of inspection that procedures are up to 
date. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that data pro-
cessing takes place in accordance with the data pro-
cessing agreement. 

No exceptions noted. 

E.2 Data processing and storage by the data pro-
cessor must only take place in the localities, 
countries or regions approved by the data con-
troller.  

Checked by way of inspection that the data processor has 
a complete and updated list of processing activities stat-
ing localities, countries or regions. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that the pro-
cessing of data, including the storage of personal data, 
takes place only in the localities stated in the data pro-
cessing agreement – or otherwise as approved by the data 
controller. 

No exceptions noted. 
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Control objective F:  

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' technical 
and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.1 Written procedures are in place which include 
requirements for the data processor when us-
ing subprocessors, including requirements for 
subprocessing agreements and instructions.  

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place for using subprocessors, including require-
ments for subprocessing agreements and instructions.  

Checked by way of inspection that procedures are up to 
date.  

No exceptions noted. 

F.2 The data processor only uses subprocessors to 
process personal data that have been specifi-
cally or generally approved by the data control-
ler.  

Checked by way of inspection that the data processor has 
a complete and updated list of subprocessors used.  

Checked by way of inspection of a sample of subproces-
sors from the data processor’s list of subprocessors that 
documentation states that the processing of data by the 
subprocessor follows from the data processing agree-
ments – or otherwise as approved by the data controller. 

No exceptions noted. 

F.3 When changing the generally approved sub-
processors used, the data controller is in-
formed in time to enable such controller to 
raise objections and/or withdraw personal data 
from the data processor. When changing the 
specially approved subprocessors used, this 
has been approved by the data controller. 

Checked by way of inspection that formalised procedures 
are in place for informing the data controller when 
changing the subprocessors used. 

Inspected documentation stating that the data controller 
was informed when changing the subprocessors used 
throughout the assurance period. 

No exceptions noted. 

F.4 The data processor has subjected the subpro-
cessor to the same data protection obligations 
as those provided in the data processing agree-
ment or similar document with the data con-
troller. 

Checked by way of inspection for existence of signed sub-
processing agreements with subprocessors used, which 
are stated on the data processor’s list. 
Checked by way of inspection of a sample of subpro-
cessing agreements that they include the same require-
ments and obligations as are stipulated in the data pro-
cessing agreements between the data controllers and the 
data processor. 

No exceptions noted. 
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Control objective F:  

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' technical 
and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.5 The data processor has a list of approved sub-
processors disclosing: 

• Name 

• Company registration no. 

• Address 

• Description of the processing.  

Checked by way of inspection that the data processor has 
a complete and updated list of subprocessors used and 
approved. 

Checked by way of inspection that, as a minimum, the list 
includes the required details about each subprocessor. 

No exceptions noted. 

F.6 Based on an updated risk assessment of each 
subprocessor and the activity taking place at 
such processor, the data processor regularly 
follows up thereon through meetings, inspec-
tions, reviews of auditor's reports or similar ac-
tivity. The data controller is informed of the 
follow-up performed at the subprocessor.  

Checked by way of inspection that formalised procedures 
are in place for following up on processing activities at 
subprocessors and compliance with the subprocessing 
agreements. 

Checked by way of inspection of documentation that each 
subprocessor and the current processing activity at such 
processor are subjected to risk assessment. 

Checked by way of inspection of documentation that 
technical and organisational measures, security of pro-
cessing at the subprocessors used, third countries’ bases 
of transfer and similar matters are appropriately followed 
up on. 

Checked by way of inspection of documentation that in-
formation on the follow-up at subprocessors is communi-
cated to the data controller so that such controller may 
plan an inspection.  

No exceptions noted. 
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Control objective G:  

Procedures and controls are complied with to ensure that the data processor will only transfer personal data to third countries or international organisa-
tions in accordance with the agreement with the data controller by using a valid basis of transfer. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

G.1 Written procedures are in place which include 
a requirement that the data processor must 
only transfer personal data to third countries 
or international organisations in accordance 
with the agreement with the data controller by 
using a valid basis of transfer. 

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place to ensure that personal data are only trans-
ferred to third countries or international organisations in 
accordance with the agreement with the data controller 
by using a valid basis of transfer. 

Checked by way of inspection that procedures are up to 
date. 

No exceptions noted. 

G.2 The data processor must only transfer personal 
data to third countries or international organi-
sations according to instructions by the data 
controller.  

Checked by way of inspection that the data processor has 
a complete and updated list of transfers of personal data 
to third countries or international organisations. 

Checked by way of inspection of a sample of data trans-
fers from the data processor’s list of transfers that docu-
mentation states that such transfers were arranged with 
the data controller in the data processing agreement or 
subsequently approved. 

No exceptions noted. 

G.3 As part of the transfer of personal data to third 
countries or international organisations, the 
data processor assessed and documented the 
existence of a valid basis of transfer. 

Checked by way of inspection that formalised procedures 
are in place for ensuring a valid basis of transfer. 

Checked by way of inspection that procedures are up to 
date. 

Checked by way of inspection of a sample of data trans-
fers from the data processor’s list of transfers that docu-
mentation confirms a valid basis of transfer in the data 
processing agreement with the data controller and that 
transfers have only taken place insofar as this was ar-
ranged with the data controller. 

No exceptions noted. 
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Control objective H:  

Procedures and controls are complied with to ensure that the data processor can assist the data controller in handing out, correcting, deleting or restrict-
ing information on the processing of personal data to the data subject. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

H.1 Written procedures are in place which include 
a requirement that the data processor must as-
sist the data controller in relation to the rights 
of data subjects.  

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place for the data processor’s assistance to the data 
controller in relation to the rights of data subjects.  

Checked by way of inspection that procedures are up to 
date. 

No exceptions noted. 

H.2 The data processor has established procedures 
that, insofar as this was agreed, enable timely 
assistance to the data controller in handing 
out, correcting, deleting or restricting or 
providing information about the processing of 
personal data to data subjects. 

Checked by way of inspection that the procedures in place 
for assisting the data controller include detailed proce-
dures for: 

• Handing out data 

• Correcting data 

• Deleting data 

• Restricting the processing of personal data  

• Providing information about the processing of 
personal data to data subjects. 

Checked by way of inspection of documentation that the 
systems and databases used support the performance of 
the relevant detailed procedures. 

No exceptions noted. 
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Control objective I:  

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.1 Written procedures are in place which include 
a requirement that the data processor must in-
form the data controllers in the event of any 
personal data breaches.  

Assessments are made on a regular basis – and 
at least once a year – as to whether the proce-
dures should be updated. 

Checked by way of inspection that formalised procedures 
are in place which include a requirement to inform the 
data controllers in the event of any personal data 
breaches. 

Checked by way of inspection that procedures are up to 
date. 

No exceptions noted. 

I.2 The data processor has established the follow-
ing controls to identify any personal data 
breaches: 

• Awareness of employees 

• Monitoring of network traffic 

• Follow-up on logging of access to per-
sonal data. 

Checked by way of inspection that the data processor pro-
vides awareness training to the employees in identifying 
any personal data breaches. 

Checked by way of inspection of documentation that net-
work traffic is monitored and that anomalies, monitoring 
alarms, large file transfers, etc. are followed up on. 

Checked by way of inspection of documentation that log-
ging of access to personal data, including follow-up on re-
peated attempts to gain access, is followed up on in a 
timely manner. 

No exceptions noted. 
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Control objective I:  

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.3 If any personal data breach occurred, the data 
processor informed the data controller without 
undue delay and in accordance with the data 
processing agreement after having become 
aware of such personal data breach at the data 
processor or a subprocessor. 

Checked by way of inspection that the data processor has 
a list of security incidents disclosing whether the individ-
ual incidents involved a personal data breach. 

Made inquiries of the subprocessors as to whether they 
have identified any personal data breaches throughout 
the assurance period. 

Checked by way of inspection that the data processor has 
included any personal data breaches at subprocessors in 
the data processor’s list of security incidents. 
Checked by way of inspection that all personal data 
breaches recorded at the data processor or the subproces-
sors have been communicated to the data controllers con-
cerned without undue delay and in accordance with the 
data processing agreements after the data processor be-
came aware of the personal data breach. 

No exceptions noted. 

I.4 The data processor has established procedures 
for assisting the data controller in filing reports 
with the Danish Data Protection Agency. These 
procedures must contain instructions on de-
scriptions of: 

• The nature of the personal data breach 

• Probable consequences of the personal 
data breach 

• Measures taken or proposed to be 
taken to respond to the personal data 
breach. 

Checked by way of inspection that the procedures in place 
for informing the data controllers in the event of any per-
sonal data breach include detailed instructions for:  

• Describing the nature of the personal data breach 

• Describing the probable consequences of the per-
sonal data breach 

• Describing measures taken or proposed to be 
taken to respond to the personal data breach. 

Checked by way of inspection of documentation that, 
when a personal data breach occurred, measures were 
taken to respond to such breach. 

No exceptions noted. 
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5. Additional information from Netic 
The information included in this section is prepared by Netic to provide the customer with further infor-
mation. The section should not be regarded as a part of the system description. The information in this 
section is not covered by audit procedures performed to assess whether the system description gives a true 
and fair view, whether the controls supporting the control objectives presented in section 4 have been suit-
ably designed and whether they operated effectively throughout the period. Thus, PwC’s conclusion in sec-
tion 3 does not cover the information in section 5. 

 

 

Under the control activity B2, PwC states:  

“During our audit, we observed that several projects have not been risk-assessed based on risks to the data 
subject. Furthermore, it is not clear when a risk assessment has been carried out and whether the neces-
sary technical and organisational security measures have been established”. 
 

For this observation, Netic states that a formal risk assessment is completed in Netic’s shared infrastruc-
ture elements in 2021, also with focus on the data subjects. It is correct that some projects have not been 
risk-assessed separately. In March 2022, all new projects will be assessed according to the ISO 27001 
framework.  

There have been no records of data breaches in 2021.  

 

 

Under the control activity B5, PwC states:  

“During our audit, we observed that filters have been set up that only allow access to customer networks 
for employees with a work-related need. However, a legacy network still exists that allows access to cus-
tomer networks for all employees. We have been informed that the legacy network was closed on 14 June 
2021. 

 

For this observation, Netic states that the legacy network was closed on 14 June 2021. 

 

 

Under the control activity B6, PwC states:  

“During our audit, we observed that selected customer servers do not comply with Netic’s internal pass-
word policy. 

During our audit of selected customer servers, we observed that the lockout policy does not follow a base-
line. 

During our audit of privileged access, we were informed that privileged access is granted through member-
ship of a group. We were informed that a centralised list of systems to which the groups provide access is 
not maintained”. 
 

For this observation, Netic states that during 2021 all root accounts were set with individual passwords 
with special password requirements that differ a bit from standard requirements for practical reasons. Se-
curing the root account is a major step in improving security as the local user is only used on a limited 
number of servers. Action for rolling out the required software for enforcing specific local user password 
rules is still ongoing. The lockout policy is “After five failed logon attempts, the security incident is handled 
by Netic SOC. The SOC is manned 24/7/365. The process is not fully implemented for all servers. 

 

 

Under the control activity B13, PwC states: 

” During our audit, we observed that an assessment of privileged accounts has been performed within the 
period. We have been informed that the design of the control does not include a formal update of access 
before it is approved”. 
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For this observation, Netic will update the design and process in 2022. 
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 ACfX4lMAAxO8W2Vxikl6kqW+zumM4Ak2bnhgGNLsmpM=


 
L6boQp3lzUcEo3aNVCrj68oviIip82h0WB4dESlpEkd8X7N1QzoD01x1o7yhe/2tvDmus4h71WON
PC1ZWlU11vQhvGo7XMmBjpjpCV9gQHeX6X57ZG+pSfKJS8qFy5Qp057VvMPBUk4yuAi1QqtOawDu
3jkzcV1bNoSZ6po5RCRMfHhsksX5VMTUwrjKpv86FGqEdn1Px4oAJKSv7zJNPMSdCLjau9RTv/u4
J/S0I6OZtBInGjHsjEXlIuOrLqe28U/2L+gp86ydt/xOKpRCxOjG40+8chy77qCR0iKg4PUu9ZBz
mZj0MDpr8fO1qu6gdmK5f6OFhwpMqpzMXKr9DQ==

 
 
 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=


 
 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 
 
MIIGITCCBQmgAwIBAgIEXhwN3TANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
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


  
 
 
 
 
 
 ZBLirJ/53Eppd5RrFVhwGB5cqI8/a9vE9sERLB2qTak=


 
TmZ4kVKJuU24THW8Z1Lgv3dFE9zy/Tjf90bsxZnHKPwKypESIBXFgspXH2J2oYvJZmmO+ZXkExlM
BOrPqeMZy1CPvi4RcZV0wW2wZcaVHqXkqcuZCr+pgMKrHl1TqTYD/3oECKNqkMrDI+6ggz91fHvj
VcEj/1jnSmW31XfnEQhgaVGt8NZfJyL89wNdTIX4RFUL3MYn84U249rZ1otlwQcZski017xHDgx9
eEZqCgKqbjQy17/YZFYn5TbDnvMhWFoVQpW/411uuplWCik9e2uLoUZrZJkp/fxstIa1j0vObyPQ
GgiesqO20F9LlTxkNu9Ezn1S2hl1nok4oIWyzQ==

 
 
 
MIIGNjCCBR6gAwIBAgIEXgSFYjANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMTA1MTcxMTM4
MTJaFw0yNDA1MTcxMTM2MTVaMIGSMQswCQYDVQQGEwJESzFJMEcGA1UECgxAUFJJQ0VXQVRFUkhP
VVNFQ09PUEVSUyBTVEFUU0FVVE9SSVNFUkVUIFJFVklTSU9OIC8vIENWUjozMzc3MTIzMTE4MBQG
A1UEAwwNUmljbyBMdW5kYWdlcjAgBgNVBAUTGUNWUjozMzc3MTIzMS1SSUQ6MzAwMTY1NTcwggEi
MA0GCSqGSIb3DQEBAQUAA4IBDwAwggEKAoIBAQC0yUNLP5bG75Xm4vGcwPp+jcbHL+/GLwGsD5iu
XIch1ju1+RDvOkP9pVgH9fpPw2WDEFvh+zSZ939/OXvnuZUmiFMjdgrdHdyejD5lUQw++bijK8qP
P09atp0fCMy2jMVkv7JGThmnS1mdmWx600KJxQYsYOZ2N7Iigzwa8J60oruv4K0dyvb+V3pg4jtJ
Lf8VDrvx1Nut34gxGw595rnzVXq0XntR8UcQzaWVEKzAgoHPToZcx0u/9pu7MPM1zXOaqbZEtAP8
OROzD+M7ee9UJdkrtq90UhcyCGxa99GkZvircXcyM6PsFvj7rcl+7HtmWr7ME229WmzhQ8XodB5t
AgMBAAGjggLjMIIC3zAOBgNVHQ8BAf8EBAMCA/gwgYkGCCsGAQUFBwEBBH0wezA1BggrBgEFBQcw
AYYpaHR0cDovL29jc3AuaWNhMDQudHJ1c3QyNDA4LmNvbS9yZXNwb25kZXIwQgYIKwYBBQUHMAKG
Nmh0dHA6Ly9tLmFpYS5pY2EwNC50cnVzdDI0MDguY29tL29jZXMtaXNzdWluZzA0LWNhLmNlcjCC
AUMGA1UdIASCATowggE2MIIBMgYKKoFQgSkBAQECBjCCASIwLwYIKwYBBQUHAgEWI2h0dHA6Ly93
d3cudHJ1c3QyNDA4LmNvbS9yZXBvc2l0b3J5MIHuBggrBgEFBQcCAjCB4TAQFglUUlVTVDI0MDgw
AwIBARqBzEZvciBhbnZlbmRlbHNlIGFmIGNlcnRpZmlrYXRldCBn5mxkZXIgT0NFUyB2aWxr5XIs
IENQUyBvZyBPQ0VTIENQLCBkZXIga2FuIGhlbnRlcyBmcmEgd3d3LnRydXN0MjQwOC5jb20vcmVw
b3NpdG9yeS4gQmVt5nJrLCBhdCBUUlVTVDI0MDggZWZ0ZXIgdmlsa+VyZW5lIGhhciBldCBiZWdy
5m5zZXQgYW5zdmFyIGlmdC4gcHJvZmVzc2lvbmVsbGUgcGFydGVyLjAVBgNVHREEDjAMgQpyaWxA
cHdjLmRrMIGXBgNVHR8EgY8wgYwwLqAsoCqGKGh0dHA6Ly9jcmwuaWNhMDQudHJ1c3QyNDA4LmNv
bS9pY2EwNC5jcmwwWqBYoFakVDBSMQswCQYDVQQGEwJESzESMBAGA1UECgwJVFJVU1QyNDA4MR0w
GwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjEQMA4GA1UEAwwHQ1JMMjkwNjAfBgNVHSMEGDAW
gBRcu3ViFjKZqjaguJr7b6cMX/AK1TAdBgNVHQ4EFgQULvP+UbC3o8e2r39R7JgLOuLKaDswCQYD
VR0TBAIwADANBgkqhkiG9w0BAQsFAAOCAQEAuRC/dEPhc9S8udHXfZZrzHuDDgCwP/j0ECAeytKp
htrlCxOKnlSYnnRnG9hysCQNdyxEjjqDnwmx7bwnB4EQVUccKWLsUTsHiJFDyasi5+zeBh3D/E1l
KvZfV2A+VPGM+MCIt8l2cuRksXC2PLmRDq9bU0TNoiXkd2gwEzIohJqlI3DCsfRX18j6uShZobfw
Z1Lzosw2N7C+AiwENODXDdT9oXngVJmb6Cy3H1yw2bQVO6PcxlznHSZCY+n1HhE4AY4YhcaKJPwn
nk/cCZK46xpbJBeBsib87s5Qt6rO07FIxsZtU90BZT5k2zkkryjYHdZ/cEg6orVaYuIYvbWklQ==


 
 
MIIFFzCCAv+gAwIBAgIEVtjyejANBgkqhkiG9w0BAQsFADBFMQswCQYDVQQGEwJESzESMBAGA1UE
ChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMB4XDTE5MTEw
NTE1NDczNFoXDTM0MTEwNTE2MTczNFowQDELMAkGA1UEBhMCREsxEjAQBgNVBAoMCVRSVVNUMjQw
ODEdMBsGA1UEAwwUVFJVU1QyNDA4IE9DRVMgQ0EgSVYwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAw
ggEKAoIBAQDWiXnxmSNSRULDJLfWHFbMwspv7GqSATcPyw+ugRowpxbg42KG2i05uFcgHe/NopNJ
dqaAKIAdgA24kOl4gqr9rPYsz9YAWDNrp8oVd3RrJNMZ6Hjdy3SWZtdA1XzvM+L/2NT8jq2PfpPw
1WrAacRkll4WuGm9gU0HbSleYqjsnGK/zwvwVp1HW6SHKxu8BehBF30+ut2d4M1clSAUjvdlLwou
RLmaX++/BxgWohtpF5zvjGD63X6EyjCfoCcIlEk6LjF6RDOsLwpWzVhk6XDfQZfuGNYpqIdbrFA3
FFkMwv/Mfo1gTonCb/BY7HDzCn1EGDpSFSx1MS0gJpBTvdoHAgMBAAGjggESMIIBDjAPBgNVHRMB
Af8EBTADAQH/MA4GA1UdDwEB/wQEAwIBBjARBgNVHSAECjAIMAYGBFUdIAAwgZcGA1UdHwSBjzCB
jDAsoCqgKIYmaHR0cDovL2NybC5vY2VzLnRydXN0MjQwOC5jb20vb2Nlcy5jcmwwXKBaoFikVjBU
MQswCQYDVQQGEwJESzESMBAGA1UEChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NF
UyBQcmltYXJ5IENBMQ0wCwYDVQQDEwRDUkwxMB8GA1UdIwQYMBaAFPZt+LFIs0FDAduGROUYBbde
zAY3MB0GA1UdDgQWBBRcu3ViFjKZqjaguJr7b6cMX/AK1TANBgkqhkiG9w0BAQsFAAOCAgEAfB4+
BITeTGXS0WxGxf55ES2jpY2CoLeJzXXOwE+RRt6MyBmRWPU3ejqKwvTta09QmLfgwX8hTX9TaX8e
CBAI8wdh/ztwVB9CEPdTi5yksJBLq2bdT6RdYF8SNGDUVStpcdJWXtLPmly2uq2YO+dx/CrXJyp3
x6XoPBZKRrdnyWehsiZqQKTvFRID+KQrI+ZSxfIZDKTR4gkzzMIPcvp5Wa/ljdoTgLnaSlGR1f8c
8UCnaIu8cNLKGGkwuY3ix8gcRAHkBsvYWYvcREe0ZIw2AQDfkCLtuUxRwHJO3at8heIdIb98CyB7
l0QYqo9/yLq07SNnuMp70h/t5LxY9U98bUzJT+ZS2s7jd+qbwK3XrfqisGpJp0mWmJw8OAm+yOoR
Pv7V0c8gEeItiT/dIoP3kQJ+Q2GJuhSNkKveWRmiwRd96efjYH8syopBpTX7QEQHegInhN11vng8
HmFi6NPoXGO0utxbMEOgVaCV6nkv+izKgxSh0x4a22Fmpfzc1yiumHIYT/o9f3aGRPy7QGF21cdV
nsyoETskY0kTlJUgXe3E/MG8DxZIDeeMott1Bu8dzuv2JrhZhwIzmiS1zfDROi+fsWRdDjrA45RC
QFcg5EMgmGOqncBarhUXX2v+e4bBc8pALVxZTeYWl2thLps2rnH32eZfkiHUCnKPReqkjy0=


 
 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 SPoMlYC1iHktrnlIookr+fZSHZAiWq+bkv3ThksXQIE=


 
Shc/F9y7n85SVLD91nP0nnT61rlim6LSWRbTdrW59vy3MimNOfrR+cwFjNAGYGZLRhIHl/04em9w
Ro0BwiTQsg9OKTKRuNTi5xVVt7iIWunHjuWOLW7jA/Dj41tp/YIP1AAHQMe7tA5MIDD5ywCzhMET
zpDgbJLuaNf+wmJUXZP6dtJ0K/wECKf9hzLbuvRr2FSs5OACWSfZfJhSuDv0YMOJlP6pP0P341qM
KXLunlu0mf0qKvkO5TL8T2NNYTN78dKMe2u4fqPawXt4vylmYCAtnF6PaCu3o3cZMi4DikFG8D4I
Y0yMODX1E/QnAV/uikGraWpv+Z4H89NILmikKw==

 
 
 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 
 
MIIGHDCCBASgAwIBAgIES45gAzANBgkqhkiG9w0BAQsFADBFMQswCQYDVQQGEwJESzESMBAGA1UE
ChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMB4XDTEwMDMw
MzEyNDEzNFoXDTM3MTIwMzEzMTEzNFowRTELMAkGA1UEBhMCREsxEjAQBgNVBAoTCVRSVVNUMjQw
ODEiMCAGA1UEAxMZVFJVU1QyNDA4IE9DRVMgUHJpbWFyeSBDQTCCAiIwDQYJKoZIhvcNAQEBBQAD
ggIPADCCAgoCggIBAJlJodr3U1Fa+v8HnyACHV81/wLevLS0KUk58VIABl6Wfs3LLNoj5soVAZv4
LBi5gs7E8CZ9w0F2CopW8vzM8i5HLKE4eedPdnaFqHiBZ0q5aaaQArW+qKJx1rT/AaXtalMB63/y
vJcYlXS2lpexk5H/zDBUXeEQyvfmK+slAySWT6wKxIPDwVapauFY9QaG+VBhCa5jBstWS7A5gQfE
vYqn6csZ3jW472kW6OFNz6ftBcTwufomGJBMkonf4ZLr6t0AdRi9jflBPz3MNNRGxyjIuAmFqGoc
YFA/OODBRjvSHB2DygqQ8k+9tlpvzMRrkU7jq3RKL+83G1dJ3/LTjCLz4ryEMIC/OJ/gNZfE0qXd
dpPtzflIPtUFVffXdbFV1t6XZFhJ+wBHQCpJobq/BjqLWUA86upsDbfwnePtmIPRCemeXkY0qabC
+2Qmd2FexyZphwTyMnbqy6FG1tB65dYf3mOqStmLa3RcHn9+2dwNfUkh0tjO2FXD7drWcU0OI9DW
8oAypiPhm/QCjMU6j6t+0pzqJ/S0tdAo+BeiXK5hwk6aR+sRb608QfBbRAs3U/q8jSPByenggac2
BtTN6cl+AA1Mfcgl8iXWNFVGegzd/VS9vINClJCe3FNVoUnRYCKkj+x0fqxvBLopOkJkmuZw/yhg
MxljUi2qYYGn90OzAgMBAAGjggESMIIBDjAPBgNVHRMBAf8EBTADAQH/MA4GA1UdDwEB/wQEAwIB
BjARBgNVHSAECjAIMAYGBFUdIAAwgZcGA1UdHwSBjzCBjDAsoCqgKIYmaHR0cDovL2NybC5vY2Vz
LnRydXN0MjQwOC5jb20vb2Nlcy5jcmwwXKBaoFikVjBUMQswCQYDVQQGEwJESzESMBAGA1UEChMJ
VFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMQ0wCwYDVQQDEwRD
UkwxMB8GA1UdIwQYMBaAFPZt+LFIs0FDAduGROUYBbdezAY3MB0GA1UdDgQWBBT2bfixSLNBQwHb
hkTlGAW3XswGNzANBgkqhkiG9w0BAQsFAAOCAgEAVPAQGrT7dIjD3/sIbQW86f9CBPu0c7JKN6oU
oRUtKqgJ2KCdcB5ANhCoyznHpu3m/dUfVUI5hc31CaPgZyY37hch1q4/c9INcELGZVE/FWfehkH+
acpdNr7j8UoRZlkN15b/0UUBfGeiiJG/ugo4llfoPrp8bUmXEGggK3wyqIPcJatPtHwlb6ympfC2
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